
Instructions 
You have opened the master file for the Standard Definitive Design for 
Access Control Points (ACPs).  The ACP Standard Definitive Design 
consists of an overall write-up and seven (7) Appendices (Appendix A 
through Appendix G).  The write-up and appendices include several Word, 
Excel, and Adobe Acrobat files, which have all been converted to pdf format 
and consolidated into this master pdf file for ease of navigation.  For the 
most effective navigation through this file, turn on the “BOOKMARKS” 
(left hand column of the document).  Bookmarks tab to the write-up and to 
each individual appendix.  The write-up and most of the appendices have an 
index, which is also listed as a Bookmark. Using the Bookmarks, users can 
quickly click to the Write-up Index or the Index of a particular Appendix.  
Users can then use links on the Index pages to get to desired paragraphs, 
sections, or drawings listed in the Index.  To return to any of the indices, the 
user can simply click the appropriate Bookmark.  
 
The Army Facilities Standardization Subcommittee approved the Access 
Control Point Standard Definitive Design on 14 December 2004.  A copy of 
the signed approval letter follows this page.  
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ARMY ACCESS CONTROL POINTS (ACP)  

STANDARD DEFINITIVE DESIGN 
 

1 INTRODUCTION 

1.1 DEFINITIVE DESIGN 
This Standard Definitive Design supersedes all versions for this facility type.  
It shall be used for construction of all new ACP projects and renovations to 
existing ACP projects.  It is intended for use anywhere in the continental 
United States or overseas locations.  The design procedures and drawings 
included in this Standard Definitive Design provide flexibility to Army ACP 
designers in meeting the Army’s baseline physical security requirements and 
the full range of Force Protection Conditions on Army Installations.  This 
Standard Definitive Design meets the Army Standard for Access Control 
Points approved by the Army Facilities Standardization Committee and the 
ACP Criteria established by the Office of the Provost Marshal General 
(OPMG), who is the Army’s proponent for Access Control Points.  It also 
meets Architectural and Engineering design criteria established by the 
Headquarters U.S. Army Corps of Engineers.  The Army Facilities 
Standardization Subcommittee must approve all changes, deviations, or 
waivers to the Standard Definitive Design.  

1.2 ACP DEFINITION 
An Access Control Point is a corridor at the Installation entrance through 
which all vehicles and pedestrians must pass when entering or exiting the 
Installation.  The perimeter of the ACP consists of both passive and active 
barriers arranged to form a contiguous barrier to pedestrians and vehicles. 
ACP guards control the active barriers to deny or permit entry into the 
Installation.   
 

 1



1.3 ACP PERFORMANCE REQUIREMENTS 
ACP’s shall be designed to prevent an unauthorized vehicle or 
pedestrian from entering the Installation, to ensure safety of innocent 
ACP users, and to maximize throughput of vehicular and pedestrian 
traffic. In order meet these diverse and sometimes conflicting requirements, 
Army ACP designers must consider local site constraints and then use 
creativity and innovation to develop design solutions that meet all of the 
ACP performance requirements. There are no cookie-cutter design solutions.  
Each design is unique.  Designers must carefully consider all of the criteria 
and then select and design protective measures that will be most effective for 
the given site.   

2 ACP DESIGN CRITERIA  

2.1 THE ARMY STANDARD FOR ACPs  
The Army Standardization Committee established the Army Standard for 
Access Control Points on 14 December 2004.  The standard lists mandatory 
requirements for all Army ACPs.  The standard is included in Appendix A.  
The Army Standardization Committee must approve changes, deviations, or 
waivers from this standard.   

2.2 OFFICE OF PROVOST MARSHAL GENERAL (OMPG) 
DESIGN CRITERIA   

OPMG, as the Army’s proponent for Access Control Points, provided their 
criteria for ACP’s in a document titled “ACP Criteria from OPMG” dated 19 
November 2004.  The OPMG Criteria consist of mandatory requirements 
and non-mandatory recommendations.  Mandatory requirements in the 
criteria are designated by the words “shall”, “will”, or “must”, whereas non-
mandatory recommendations are designated by the words “should”, “can”, 
or “may”.  OMPG Criteria have been made a part of this Standard Definitive 
Design.  The OPMG Criteria is included in Appendix B.   

2.3 STANDARD DEFINITIVE DESIGN DRAWINGS 
The U.S. Army Corps of Engineers (USACE), as the Center of 
Standardization for Army Access Control Points, developed Standard 
Definitive Design drawings for ACP’s.  These drawings incorporate both the 
Army Standards and the OPMG Criteria.  They also provide mandatory 
requirements and recommendations to Army ACP designers and Installation 
Security Specialists for designing Army ACPs.  The drawings have been 
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made a part of this Standard Definitive Design and are included in Appendix 
C.   

2.4 OTHER CRITERIA 
ACP designers are responsible to identify additional criteria such as 
applicable design codes, security (anti-terrorism), sustainability, energy 
conservation, environmental stewardship, and the Installation Design Guide 
for each ACP project developed from this Definitive Design at the time 
project design work is authorized.      

3 DESIGN PROCEDURE 
The Designer must evaluate the criteria in paragraph 2 above and select ACP 
features that detect possible threats and ACP features that will delay the 
threats for the delay times required in the criteria.  Detection features include 
vehicle speed detectors, vehicle wrong-way detectors, vehicle presence 
detectors, and detection by security guards.  Delay features for vehicles 
include straight roadways, curved roadways, and roadways with chicanes or 
turns. Based on the opportunities and constraints of the site, the designer 
must determine appropriate detection and delay features and perform 
calculations to assure that the selected features provide the delays required 
for each Threat Scenario required in the criteria. The design engineer must 
prepare a Design Analysis including descriptions of selected ACP features, 
layouts of detection and delay features, and calculations verifying delay 
times.  A step-by-step procedure along with examples is in Appendix D. 

4 CONTROL OF ACTIVE VEHICLE BARRIERS 
Active vehicle barriers are an essential element in preventing unauthorized 
motorists from entering Army Installations.  However, an active vehicle 
barrier capable of stopping large, moving vehicles can cause significant 
damage to vehicles and can cause injury or even death to vehicle occupants.  
Through Army policy and design criteria, ACP designs must include 
adequate safety features to ensure the safety of motorists entering and 
exiting the ACP.  The active vehicle barrier controls are an essential element 
of the ACP safety features.  Active vehicle barrier controls must provide 
sufficient information to ACP guards to help them decide when to deploy 
the barriers.  Active vehicle barrier controls must also close the active 
barriers upon command of the guards in order to stop a threat vehicle.  
Finally, the active vehicle barrier controls must provide sufficient warning to 
non-threat vehicles to allow them to either clear the barrier or stop safety in 
front of it before it is closed.   
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4.1 SENSORS 
Barrier controls include sensors to detect a vehicle going the wrong way in 
the ACP, a vehicle speeding, and vehicle presence.  Sensor systems for over-
speed, wrong-way, and vehicle presence shall utilize proven sensor 
technology and equipment.   

4.1.1 Wrong Way Detection 
Wrong way sensors shall be deployed in all outbound lanes at the ACP 
entrance and after each Turn-around.   Wrong way detectors can utilize 
induction loops, video motion cameras, microwave, laser, or other 
appropriate sensor technology. 

4.1.2 Point Over-Speed Detection  
Point over-speed sensors shall be deployed in all inbound lanes at the ACP 
entrance.  Point over-speed detectors can utilize induction loops, video 
motion cameras, microwave, laser, or other appropriate sensor technology. 

4.1.3 Continuous Over-Speed Detection 
Continuous over-speed sensors may be deployed in the Approach and 
Access Control Zones to defeat Threat Scenario #2 (see description of 
Threat Scenarios in paragraph I5a of Appendix B, and see paragraph C in 
the Design Procedure – Appendix D). Continuous over-speed detectors can 
utilize video motion cameras, forward/backward looking microwave or laser 
sensors, or other appropriate sensor technology.  Induction loops and side 
fired microwave and laser sensors are not suitable for continuous over-speed 
detection.  

4.1.4 Vehicle Presence Detection 
Vehicle presence sensors shall be deployed at all active vehicle barriers to 
detect a vehicle immediately over the barrier.  Detection of a vehicle 
immediately over the barrier will suppress a barrier “close” command.  
Vehicle presence sensors shall also be deployed in the “Vehicle Presence 
Detection” protective system shown on Drawing C3.14 in Appendix C.  
Vehicle presence detectors can utilize induction loops, video motion 
cameras, microwave, break beam, or other appropriate sensor technology. 

4.2 PROCUREMENT 
The supplier of the active vehicle barriers at a given ACP shall also supply 
all barrier controls.  Controls shall include over-speed, wrong-way, and 
vehicle presence sensors; traffic warning signs and signals; traffic control 
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signals near the barrier; gate arms at the barrier (when applicable); barrier 
control panels including switches and indicating lights; Annunciator panels 
for gate guards; and programmable logic controllers (PLC) to control the 
barriers and to control warning and traffic signals associated with the 
barriers.  

4.3  INSTALLATION  
The active vehicle barrier supplier shall provide on-site direction to the 
installation contractor (if different than the supplier) during installation of all 
barrier control elements and connecting wiring.  
 

4.4  TESTING 
The barrier supplier shall be required to submit for approval complete 
schematics and logic diagrams of the barrier control system along with 
complete test procedures for final acceptance testing.  Upon completion of 
installation of all active vehicle barriers and controls, the barrier supplier 
shall be required to perform tests per his approved test procedures to verify 
barrier performance for all modes of operation.  The barrier supplier’s Final 
Acceptance Test shall include testing of the full range of operation of all 
sensors utilized in the barrier control system. 
 

5 COSTS 
Because of the wide variety of ACP configurations and features, only costs 
for two types of ACPs were prepared.  However, the costs of the various 
ACP components can be extracted from these estimates and applied to a 
wide variety of ACP configurations to obtain programming level costs.  Cost 
estimates for a PASSENGER VEHICLE ONLY ACP (including a Visitors 
Control Center) and a TRUCK ONLY ACP are included in Appendix E.   

6 OTHER DESIGN CONSIDERATIONS 

6.1 PASSIVE BARRIERS 
The OPMG Criteria in Appendix B require that passive barriers along the 
ACP corridor be capable of stopping a 6,800kg (15,000 pound) vehicle 
traveling at the maximum speed and approach angle that it can attain before 
impacting the barrier.  The kinetic energy of this vehicle traveling at 48 
km/hr (30 mph) is ½*mass*speed^2 or 612 kilo-Joules (451,000 ft-lbs).  The 
criteria in Appendix B also require that the passive barriers and roadways be 
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designed to limit vehicle approach angles to less than 25 degrees when 
possible.  For passive barriers where the approach angle from the roadway is 
limited to 25 degrees or less, the required stopping kinetic energy of the 
passive barrier can be reduced by multiplying the vehicle kinetic energy by 
sin (25)=0.423.  For this example, the barrier energy-stopping requirement is 
reduced from 612 kJ (451,000 ft-lbs) to 259 kJ (191,000 ft-lbs).  Refer to 
UFC 4-022-02 “Selection and Application of Vehicle Barriers” for a 
procedure for determining approach angles and resulting energy stopping 
requirements for passive barriers. 

6.2 ELECTRICAL LOADS 
Electrical loads include Utility loads, Emergency Generator loads, and UPS 
loads.  The OPMG Criteria in Appendix B describes requirements for the 
Emergency Generator and UPS loads.  Drawing E1.02 shows an overall 
summary of all three types of loads.  A more detailed listing of the loads is 
included in Appendix F.   

6.3 BARRIER SAFETY REGIMES 
As described in the OMPG Criteria in Appendix B, there are three active 
barrier safety regimes that have been approved by the Surface Development 
and Distribution Command (SDDC) for use at Army ACPs.  One of these 
safety regimes must be used whenever an active vehicle barrier is installed at 
an Army ACP.  These regimes are: 

6.3.1 Signs and Signals 
This scheme employs warning signs and signals to alert non-threat vehicles 
of impending vehicle barrier deployment. Barrier deployment is delayed for 
four seconds from the time the guard initiates an Emergency Fast Operate 
command to allow warning signals to sequence.  See drawing C9.10. 

6.3.2 Vehicle Presence Detection 
This scheme requires that all motorist stop in front of the barrier at a traffic 
lane control signal.  The lane control signal will sense the vehicle presence 
and change the signal from “red” to “green” to allow the motorists to 
proceed over the barrier.  If a guard initiates an Emergency Fast Operate 
command and there are no vehicles detected in front of the barrier, the four-
second delay for safety signal sequence described in the above paragraph is 
eliminated.  This scheme is shown on drawing C3.14.  Also, see Appendix G 
for information on logic control of the sensors, lane control signals, and 
barriers.     
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6.3.3 Normally Closed Operation  
This safety scheme requires that two sets of barriers be installed to create a 
“sally port” type barrier system.  This scheme can be utilized when real 
estate for the ACP is limited.  The distance between the two sets of barriers 
can vary from a minimum, which would be only enough to turn around a 
rejected vehicle, or longer to provide a space for platooning vehicles.  
Drawing C3.08 shows this scheme with the minimum space between barrier 
sets, and drawing C3.13 shows this scheme with a platoon system.   
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FORWARD 
 
This printing publishes the Army Standard for Access Control Points (ACPs).  The Army 
Facilities Standard process is explained in AR 415-15.  This Army Standard establishes 
mandatory features for Army ACPs.  It applies to all active Army installations and 
reserve components prime installations. 
 
The proponent of this Standard is the Army Facilities Standardization Committee.    
Supplementation of this Standard is prohibited without prior approval from the 
Committee.  Technical advice concerning the Army Standard is the responsibility of the 
Center of Standardization – the United States Army Corps of Engineers Omaha District.   
Users are invited to contact the Center of Standardization for document interpretation. 
 
The Army Standard for Access Control Points is mandatory for operations and 
maintenance projects starting FY2006 and beyond.  For programming purposes 
requiring the use of Military Construction, Army/Army Reserve/National Guard 
appropriations, all projects from FY2008 and after must apply the Army Standard. 
 
Only the Army Facilities Standardization Committee has the authority to approve 
exceptions to this standard.  Waivers from the Army Standard must be approved 
through the installation management chain of command in accordance with AR 415-15. 
 
The Army Standard for Access Control Points will be periodically reviewed and as 
needed, updated, and made available to users as part of the Army’s responsibility for 
providing technical criteria for military construction.  The Army Standard for ACPs will be 
posted to the Army Installation Design Standards.    Recommended changes with 
supporting rationale should be sent through the chain of command directly to the 
Assistant Chief of Staff for Installation Management, ATTN:  Access Control Points 
Facilities Design Team (DAIM-MD), 600 Army Pentagon, Washington, DC  20310-0600.   
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1  INTRODUCTION 
 
1-1  PURPOSE AND SCOPE.  This document provides standards for Army access 
control points (ACPs).  The Army Facilities Standardization Committee (AFSC) under 
the Department of the Army Facilities Standardization Program publishes the Army 
Standard.  The AFSC is composed of the Headquarters, Department of the Army, 
Assistant Chief of Staff for Installation Management (ACSIM);  The Director for Military 
Programs, Headquarters, US Army Corps of Engineers (USACE);  and the Director, 
Installation Management Agency (IMA).  Publication of the Army Standard for Access 
Control Points is by electronic media on the Internet at the ACSIM Installation Design 
Standards website. 
 
1-2  APPLICABILITY.  This Army Standard applies to all Army active installations and 
reserve components prime installations where government or contractors plan for, 
construct, and maintain Army access control points. 
 
1-3  REFERENCES.  Appendix A. 
 
 
2  REQUIREMENTS 
 
2-1 ACP FUNCTION CLASSIFICATION.  Army physical security policy requires all 
Army installations to restrict access.  Access Control Points are the physical assets 
along with manpower and operational procedures that commanders employ to control 
access to Army installations.  Army ACPs shall be categorized as follows: 
 

Table 2-1 ACP Use Classifications 
 

Use Classification Operational Hours Preferred Operation 
Primary 24/7 Open continuously Vehicle registration/visitor 

pass capacity.  Could also 
be designated as truck and 
delivery gate. 

Secondary Less than 24/7 with regular 
operating hours 

Regular operations, visitors 
with authorization.  Could 
also be designated as truck 
and delivery gate. 

Limited Use Only opened for special 
purposes or special events 

Tactical vehicles, HAZMAT, 
special events. 

Pedestrian Varies Personnel only.  Could be 
located near installation 
housing areas, near 
schools, or as part of a 
Primary or Secondary ACP. 
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2-2  PRIMARY AND SECONDARY ACP REQUIREMENTS.  The following 
requirements apply to all Primary and Secondary ACPs except as noted: 
 
2-2.1  Performance Standard.  ACPs must be designed to defeat the vehicle and 
pedestrian threats prescribed in the ACP Criteria from the Office of the Provost Marshal 
General (Appendix B in the Standard Designs for ACPs), and to ensure safety of 
motorists, pedestrians, and guards. 
  
2-2.2  ACP Corridor.  ACPs must have both passive and active vehicle barriers forming 
a contiguous perimeter around the ACP. 
 
2-2.2.1  Passive Barriers.  Passive barriers must be capable of preventing penetration 
of a threat vehicle. 
 
2-2.2.2  Active Vehicle Barriers.  Active vehicle barriers, controlled by ACP guards, 
must be utilized in each inbound and outbound lane to permit or deny vehicle access. 
 
2-2.2.3  Active Vehicle Barrier Safety.  An active vehicle barrier safety regime must be 
utilized that conforms to one of the Surface Deployment and Distribution Command – 
Transportation and Engineering Agency (SDDC-TEA) approved safety protocols. 
 
2-2.3  Control.  ACPs must have zones established to control the flow of vehicular and 
pedestrian traffic in order to detect, assess, and respond to prescribed threats. 
 
2-2.4  Entry Gate.  ACPs must have an entry gate capable of securing the ACP.  The 
entry gate must provide the same level of protection as the adjoining perimeter, and 
should appear to resemble the adjoining perimeter fence and / or barriers  
 
2-2.5  Identity Check Area.  ACPs must have an identity check area within the access 
control zone where guards or automated equipment verify pedestrians, vehicles, and 
vehicular occupants identifications;  perform limited searches; and validate 
authorizations to enter the installation. The identity check area must include: 
 
2-2.5.1  Identity Check Area Canopy.  Identity check area must be covered with a 
canopy over all inbound lanes. 
 
2-2.5.2  Entry Lanes.  ACPs must have at least two lanes in the identity check area. 
 
2-2.5.3  Traffic Islands.  ACPs must have raised, curbed islands to separate all 
inbound lanes in the identity check area. 
 
2-2.5.4  Guard Booths.  ACPs must have a guard booth building for each lane of 
incoming traffic for use by guards performing vehicle/passenger identity checks. 
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2-2.5.5  Lighting.  Identity check area must provide adequate lighting for visual 
inspection of identification cards and documents. 
 
2-2.6  Turn-around Lanes.  ACPs must have at least two turn-around lanes, one 
before and one immediately after the identity check or vehicle search area. 
 
2-2.7  Gatehouse.  ACPs must have a gatehouse with the primary controls for the final 
active vehicle barriers. The gatehouse must be sized to accommodate ACP guards and 
their activities. 
 
2-2.8  Search Area.  ACPs must have a covered area separated from and easily 
accessible to the identity check area and obscured from casual observation from the 
identity check area. The size of the search area must be determined from a traffic 
engineering study.  However, for search areas that allow trucks, the area must be sized 
to accommodate a minimum of one WB-62 tractor-trailer.  For areas that do not allow 
trucks, the search area must be sized to accommodate a minimum of two passenger-
sized vehicles. 
 
2-2.8.1  Search Area Building.  Search areas must have an adjacent or nearby 
building to shelter vehicle occupants from inclement weather.  The building will facilitate 
guards’ observation of vehicle occupants. 
 
2-2.8.2  Consolidated Search Area Building.  For ACPs with both truck and 
passenger search areas, one consolidated search area building is sufficient if the 
search areas are near each other. 
 
2-2.9  Overwatch Position.  ACPs must have a strategically located area suitable for 
an overwatch position that includes controls for the final active vehicle barriers. 
 
2-2.10  Visitors Control Center (VCC).  Installations must have a building for 
processing visitors.  The building must be sized for the effective throughput of the 
expected number of visitors. 
 
 
 
2-3  LIMITED USE ACPs.  The following requirement applies to all Limited Use ACPs:  
 
2-3.1  Performance Standard.  Limited Use ACPs shall provide means to defeat the 
vehicle and pedestrian threats prescribed in the ACP Criteria from the Office of the 
Provost Marshal General (Appendix B in the Standard Designs for ACPs), and to 
ensure safety of motorists, pedestrians, and guards.  Portable facilities including 
passive and active barriers, guard booths, and lights shall be used and configured to 
meet the requirements of limited use. 
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2-3.2  Control.  Limited Use ACPs must have zones established to control the flow of 
vehicular and pedestrian traffic in order to detect, assess, and respond to prescribed 
threats.   
 
2-3.3  Entry Gate.  Limited Use ACPs must have an entry gate capable of securing the 
ACP.  The entry gate must provide the same level of protection as the adjoining 
perimeter, and should appear to resemble the adjoining perimeter fence and / or 
barriers.  
 
2-3.4  Identity Check Area.  Limited Use ACPs must have an identity check area 
where guards can verify pedestrians, vehicles, and vehicular occupants identifications;  
perform limited searches;  and validate authorizations to enter the installation.  The 
identity check area shall be configured to accept portable facilities to include passive 
and active barriers, guard booths, and lights. 
 
2-3.5  Turn-around Lanes.  Limited Use ACPs shall provide means for turn-around of 
vehicles.  Where operational procedures are not adequate for control, a turn-around 
lane is required and shall be located before the identity check area. 

 
 
 
2-4  PEDESTRIAN ACPs.  The following requirements apply to all Pedestrian ACPs. 
 
2-4.1  Performance Standard.  Pedestrian ACP’s must be designed to defeat the 
pedestrian threats prescribed in the ACP Criteria from the Office of the Provost Marshal 
General (Appendix B in the Standard Design for ACPs), and to ensure the safety of 
pedestrians and guards. 
 
2-4.2  Pedestrian Corridor.  Pedestrian ACPs must have both passive and active 
barriers forming a contiguous perimeter around the ACP. 
  
2-4.2.1  Passive Barriers.  Passive barriers must be capable of preventing easy 
circumvention or penetration by a pedestrian.  
 
2-4.2.2  Active Pedestrian Barriers.  Pedestrian ACPs must include active pedestrian 
barriers controlled by the ACP guards to permit or deny pedestrian access. 
  
2-4.3  Control.  ACP must have zones established to control the flow of pedestrian 
traffic in order to detect, assess, and respond to prescribed threats. 
 
2-4.4  Entry Gate.  Pedestrian ACPs must have an entry gate at the ACP entrance 
capable of closing off the ACP.  The entry gate must provide equivalent security and 
equivalent appearance as the adjoining perimeter fence/barrier. If the active pedestrian 
barrier is located at the installation perimeter, a separate entry gate is not required. 
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2-4.5  Identity Check Area.  Pedestrian ACPs must have an identity check area within 
the access control zone where guards or automated equipment verify pedestrians’ 
identifications, perform limited searches, and validate authorizations to enter the 
installation.  The identity check area must include: 
 
2-4.5.1  Guard Booths.  Pedestrian ACPs must have a guard booth for use by guards 
performing pedestrian identity checks.  
 
2-4.5.2  Lighting.  Identity check area must provide adequate lighting for visual 
inspection of identification documents. 
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ACP Criteria from OPMG –19 Nov 04 
 
A. The following four types of ACP shall be considered when designing an ACP: 

1. Primary - operates 24 hours per day 7 days a week – 24/7.  
2. Secondary - operates during regular hours but less than 24/7.  
3. Limited Use - open only for special purposes or special events. 
4. Pedestrian - is designated for pedestrians and bicyclers only. 

 
B. ACP Functions.   ACPs shall be designed for the following functions: 

1. Vehicle Screening.  All vehicles shall be screened for authorization to enter the 
installation. 

2. Personnel Identification Validation.  The identification of all personnel entering 
the installation shall be verified along with their authorization to enter the 
installation. 

3. Personnel and vehicles shall be checked and/or searched per prevailing Force 
Protection Conditions and local procedures. 

 
C. Traffic Engineering Study.  Prior to the design of a new or modification of an existing 

ACP, a Traffic Engineering Study shall be conducted to ensure data required to 
properly design the ACP is collected.  The Traffic Engineering Study shall be used to 
determine the optimal ACP location and size and to determine requirements to 
minimize impacts on local traffic patterns.  
 

D. Siting.  The ACP should be sited at a distance inside the installation to facilitate the 
queuing of vehicles without creating an off-post traffic problem, but spatially 
separated from inhabited buildings.   

 
E. Traffic Types.  ACPs shall be capable of handling one or more of the following traffic 

types: trucks up to WB62, visitor POVs, DOD personnel POVs, official Army 
vehicles, pedestrians, and bicycles. 

  
F. Operation. 

1. To minimize problems associated with mixing of traffic types, a separate ACP 
should be identified as a Commercial Vehicle Only ACP.    

2. ACPs that must handle both commercial and passenger vehicles should provide 
separate commercial vehicle and passenger vehicle ID Check areas and 
separate search areas. 

3. ACPs that handle pedestrian traffic and vehicular traffic shall keep these traffic 
types physically separate. 

 
G. Future Enhancements.  Designers shall consider future technology enhancements 

and possible expansion of the ACP.  Automated systems to validate the identity of 
incoming personnel and vehicles are anticipated for use at Primary, Secondary, and 
Pedestrian ACPs.  Designers shall provide spare conduits for communications, 
power, and computer upgrades.  

  
H. Coordination.   

1. Before designing an ACP, the designer shall coordinate with state and local 
authorities concerning impacts to public roadways, signage, and other 
requirements.   

2. Designers should coordinate with the Surface Deployment and Distribution 
Command (SDDC) for assistance on issues involving public highways. 
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3. For OCONUS Installations, the designer should coordinate with the host nation 
government agencies or their appropriate Status of Forces Agreement (SOFA) 
subcommittee. 

 
I. The following requirements apply to Primary and Secondary ACPs except as noted: 

(Note, additional requirements for pedestrian access at Primary and Secondary 
ACPs are listed below in paragraph K below.) 

   
1. Performance Requirement.  ACP’s shall be designed to defeat all threats 

described below, to ensure safety of innocent users, and to maximize throughput. 
2. ACP Layout.  

a. Corridor. The Access Control Point shall consist of a corridor at the 
installation boundary through which all vehicles and pedestrians must pass 
when entering or exiting the installation.  

b. The perimeter of the ACP, except at its entrance, shall include both passive 
and active vehicle barriers arranged to form a contiguous barrier to vehicles. 
Active vehicle barriers, that can be opened and closed, shall be deployed at 
the end of the ACP (i.e., at the entrance to the Installation). 

c. ACP guards will control the active vehicle barriers to deny or permit entry into 
the Installation.   

d. Zones. The ACP corridor shall be divided into an Approach Zone, an Access 
Control Zone, and a Response Zone.   
1) The Approach Zone shall run from the ACP entrance to the beginning of 

the Access Control Zone.  It shall provide an area for incoming vehicles to 
be sorted and queued for ID authentication.   

2) The Access Control Zone shall run between the Approach and Response 
Zones.  Vehicle and occupant ID checks shall be performed within this 
zone at a covered ID Check Area or a covered Search Area.   

3) The Response Zone shall run from the end of the Access Control Zone to 
the entrance to the Installation/Cantonment Area and includes the final 
active vehicle barriers. 
 

3. Design Objective.  The primary objective of the ACP design shall be to prevent 
an unauthorized vehicle or pedestrian from entering the installation.  The ACP 
design shall include construction features supporting the effective and efficient 
use of equipment, manpower, and procedures to accomplish this primary 
objective.   
 

4. Design Strategy.  The overall design strategy to meet the objective above for 
vehicle threats shall be to detect the threat vehicle as early in its attack as 
possible and to delay it a sufficient amount of time to allow ACP guards time to 
deploy the active vehicle barriers before the threat vehicle can enter the 
Installation.   
 

5. Design Criteria.     
a. Vehicle Threat Scenarios.  ACPs shall be designed to defeat the following 

four minimum vehicle threat scenarios.  Additional vehicle threat scenarios 
may be considered if supported by a local threat assessment.  
1) Vehicle Threat Scenario #1.  Threat vehicle enters the ACP in the 

inbound or outbound lane(s) at the maximum speed attainable at the ACP 
entrance and then immediately accelerates at its maximum acceleration 
rate through the ACP.  Army policy sets the maximum acceleration rate of 
a threat vehicle at 11.3 f/s/s. 
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2) Vehicle Threat Scenario #2.  Threat vehicle enters the ACP in the 
inbound or outbound lane(s) at or under the posted ACP Speed Limit and 
then, later at some point further in the Approach Zone, accelerates at its 
maximum acceleration rate through the rest of the ACP. 

3) Vehicle Threat Scenario #3.  Threat vehicle attempts to covertly enter the 
ACP, but is detected and denied entry by guards at the ID Check Area. 
Vehicle driver then defies guards and accelerates through the rest of the 
ACP at the vehicle’s maximum acceleration rate. 

4) Vehicle Threat Scenario #4.  Similar to Threat Scenario 3 above, except 
the driver of the denied vehicle drives toward the Turn-around or Search 
Area at the ACP Speed Limit (25mph) as if complying with guard 
instructions, but then fails to turn and instead accelerates at its maximum 
acceleration rate through the rest of the ACP. 

b.  Delay Time.  Once a threat vehicle is detected, the ACP design shall delay it 
a sufficient time to allow ACP security guards time to deploy the active 
barriers before the threat vehicle reaches the entrance to the Installation.  
Delay time begins at the instant the attack is detected either by sensors or by 
security guards.  The delay shall include the following: 
1) Guard reaction time shall be no less than 3 seconds for Threat Scenarios 

#1 through #3 and 1 second for Threat Scenario #4,  
2) Barrier traffic signal sequence time shall be no less than 4 seconds 

(unless other ACP features provide an equivalent amount of safety for 
innocent vehicles).  

3) Barrier operating time should not be more than 2 seconds.  
4) The ACP design, therefore, shall provide a minimum of 9 seconds delay 

for Threat Scenarios #1 through #3 and 7 seconds delay for Threat 
Scenario #4. 

  
6. Entry Gate.  The ACP entrance shall include a entry gate to close off the ACP at 

the installation perimeter.  The entry gate shall provide the same level of security 
and same aesthetics as the adjoining perimeter barrier/fence.  

 
7. ID Check Area.  ACPs shall have an ID Check Area within the Access Control 

Zone where guards or automated means perform vehicle and passenger ID 
checks, grant vehicles authorization to enter the installation, or direct vehicles to 
other areas of the ACP.   

 
8. ID Check Area Canopy.  The ID Check Area shall be covered with a canopy over 

all inbound lanes to provide some protection from the weather for ID Check Area 
guards. The canopy shall meet the following requirements: 
a. The canopy shall consist of a roof structure supported by columns.  
b. Architectural treatment must reflect the architectural themes on the 

Installation and must also be consistent with architectural treatment of other 
facilities in the ACP, especially the gatehouse.   

c. Canopy columns shall be sized to preclude the requirement for cross bracing 
below the roofline. 

d. Columns shall be sized and located so as not to obstruct guard lines of site. 
e. Roof underside shall be capable of supporting lighting fixtures and security 

equipment (e.g., CCTV cameras) anywhere on the underside of the roof and 
shall be treated with a reflective surface to help achieve required lighting 
levels and CCTV camera coverage.   

f. Vertical clearance must be a minimum of 14.5 feet unless a large number of 
over height vehicles is expected, then 17 feet.  Canopies at 
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Truck/Commercial Vehicle only ACPs must have a minimum clearance of 17 
feet.  

g. Width shall be sufficient to cover all inbound lanes and all current and known 
future requirements for guard booths and the ID Check Area footprint. 

h. Length shall be sufficient to accommodate tandem vehicle processing. 
 

9. Entry Lanes.  
a. The number of inbound and outbound lanes shall be determined from the 

Traffic Engineering Study. 
b. ACPs shall have a minimum of 2 lanes in the ID Check Area. 

 
10. Primary Traffic Islands.   ACPs shall have raised, curbed islands to separate all 

inbound lanes in the ID Check Area. 
 
11. Secondary Traffic Islands.  

a. ACPs should also have raised, curbed islands at the end of the Approach 
Zone for installing possible future automated access control equipment.  

b. When used, secondary islands should be the same width as primary islands. 
 

12. Turn-around Lanes.  
a. ACPs shall have at least two Turn-around Lanes, one before and one 

immediately after the ID Check Area.   
b. If secondary islands are used, a Turn-around should be included between the 

secondary and primary islands. 
 

13. Gatehouse.  ACPs shall have a Gatehouse sized to accommodate ID Check 
Area guards and their activities. For new construction, the Gatehouse building 
shall be located on a raised island immediately after the last Turn-around to give 
the Gatehouse guard clear views of operations in the ID Check Area, of vehicles 
directed to the last Turn-around, and of vehicles entering and exiting the Search 
Area. At ACPs with existing Gatehouses, the Gatehouse building may be located 
within the ID Check Area.  All Gatehouses shall have the following: 
a. Construction to provide a minimum ballistics protection of UL 752 (latest 

edition) Level 3 with a higher level of protection authorized if warranted by a 
local threat assessment.  

b.  Heating and/or Air Conditioning appropriate for the geographic location, 
c. Water Cooler. 
d. Unisex Latrine with sink. 
e. Interior storage for cleaning materials and special equipment. 
f. Exterior storage for traffic cones, signs, etc. 
g. Heavy-duty exterior power outlets sufficient to run temporary floodlights, etc. 
h. Interior power outlets sufficient for radio chargers, computers, etc. 
i. Active vehicle barrier control console with enunciator, computer workstation, 

and communications equipment including LAN, telephone, and Internet 
connections. 

j. Sufficient counter space for report writing and storage of reference material. 
k. Sufficient parking to facilitate security vehicle stationing and shift changes. 
l. Passive barriers to provide crash protection from inbound and (if located on 

center island) outbound vehicles. 
m. Windows to provide 180 degree field of view toward incoming traffic and 

mirrors or other visual aids to complete the field of view.  
   

14. Guard Booths.  ACPs shall have a Guard Booth building for each lane of 
incoming traffic (except for the lane with a Gatehouse) for use by guards 
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performing vehicle/passenger ID checks.  Guard Booths shall be located on the 
primary, raised islands in the ID Check Area. Guard Booths shall also have: 
a. Construction that provides a minimum ballistics protection of UL 752 (latest 

edition) Level 3 with a higher level of protection authorized if warranted by a 
local threat assessment. 

b. Heating and/or Air Conditioning appropriate for the geographic location. 
c. Exterior power outlet sufficient to power hand-held searchlights, bug zappers 

etc. 
d. Interior power outlet sufficient for radio chargers, computers, etc.Active 

vehicle barrier control console with enunciator, computer workstation, and 
communications equipment including Local Area Network (LAN), telephone, 
and Internet connections. 

e. Anti-fatigue floor mat. 
f. Sufficient counter space for report writing and storage of reference material. 
g. Passive barriers to provide crash protection from vehicles. 
h. Windows to provide 360-degree field of view.  

  
15. Passenger Vehicle Search Area.  ACPs will have a Passenger Vehicle Search 

Area: 
a. Covered with a canopy. 
b. Easily assessable from the ID Check Area. 
c. Shielded from casual observation from the ID Check Area. 
d. Sized to accommodate the search of a minimum of 2 passenger vehicles. 

  
16. Truck Search Area.  ACPs that allow truck traffic will have a Truck Search Area:  

a. Separate from the Passenger Vehicle Search Area. 
b. Covered with a canopy (unless prohibited by the cargo search equipment 

system in use). 
c. Obscured from casual observation.  
d. Sized to accommodate the search of one WB-62 tractor-trailer and the search 

equipment to be used, e.g., Mobil Vehicle Inspection System (MVIS). 
e. If there is only one Search Area for both trucks and passenger vehicles, the 

Search Area shall be easily assessable from the ID Check Area. 
   

17. Search Offices. The ACP shall include a Search Office building located adjacent 
to both the Passenger Vehicle and Truck Search Areas to support Search Area 
guards and their activities. If Truck and Passenger Vehicle Search Areas are far 
apart, provide a Search Office for each.  The size of the Search Office building 
shall be based on the volume of traffic expected through the ACP.   As a 
minimum, the Search Office shall provide shelter for vehicle occupants during 
searches and storage of Search Area equipment.  For ACPs with significant 
traffic volumes, each Search Area building will have: 
a. Heating and Air Conditioning appropriate for the geographic location. 
b. Water cooler. 
c. Unisex Latrine with sink. 
d. Internal storage for security equipment, supplies, and spare parts. 
e. External storage for traffic control devices, vehicle inspection equipment, etc. 
f. Locker storage for weapons, personal gear, and pre-positioning of protective 

equipment. 
g. Break room for 4 security personnel with refrigerator, microwave, water 

cooler, and sink. 
h. Space and power for Computer servers for future automated systems. 
i. Interior power outlets sufficient for radio chargers, computers, etc. 
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j. Control console with enunciator controls for gate arms, aides to search 
guards, and communications equipment including LAN and Internet 
connections. 

k. Secure and Non-secure areas for vehicle drivers and passengers separated 
by a space suitable for a walk-through metal detector and x-ray package 
scanner if used. 

l. Computer Kiosk for self-registration of drivers/passengers located in the non-
secure area (required when necessary to process truck drivers/passengers).  

m. One or two (depending on anticipated requirement) truck driver/passenger 
processing stations each with sufficient workspace for a computer, ID Badge 
making machine, and camera for taking ID Photos. 

n. Requirements for support of Rapiscan and magnetometer, if used. 
 

18. Overwatch Position.  ACPs shall have a strategically placed Overwatch Position 
located near the final active vehicle barriers but within sight of the ID Check Area.  
The Overwatch Position shall include a permanent facility or a paved pad to 
accommodate a security force vehicle or temporary facility during increased 
FPCONS.  The position shall be equipped with controls for the active vehicle 
barriers. 
a. Permanent Building. If a permanent building is provided, it shall provide a 

fighting position for one guard and shall include the following: 
1) Construction to provide a minimum ballistics protection of UL 752 (latest 

edition) Level 3 with a higher level of protection authorized if warranted by 
a local threat assessment.  

2) Heating and/or Air Conditioning appropriate for the geographic location. 
3) Interior power outlet sufficient for radio chargers, computers, etc. 
 
4) Active vehicle barrier control console with enunciator, computer 

workstation, and communications equipment including Local Area 
Network (LAN), telephone, and Internet connections. 

5) Windows to provide 360-degree field of view.  
b. Paved Pad. If the Overwatch position is established as a paved pad for a 

temporary facility, a lockable junction box shall be imbedded in the pad with 
quick connections to communications, power, and barrier controls. 

 
19. Passive Barriers.  Passive vehicle barriers shall be capable of stopping a 15,000-

pound vehicle traveling at the maximum speed and approach angle it can attain 
immediately prior to impacting the barrier.  Where possible, the roadway shall be 
designed to limit the maximum approach angle to no more than 25 degrees.  
However, for other points on the perimeter, e.g., opposite to a Turn-around, the 
maximum approach angle could be as high as 90 degrees.  Barriers at these 
points shall be sized accordingly.   

    
20. Active Barriers. 

a. Number.  Active barriers shall be installed in all inbound and outbound lanes 
at the end of the Response Zone. 

b. Certification/Approval.  Active vehicle barriers shall be certified/approved by 
one of the following: 
1) Certified to meet U.S. Department of State vehicle barrier crash 

standards (SD-STD-02.01, Specification for Vehicle Crash Testing of 
Perimeter Barriers and Gates: April 1985). 

2) Certified by American Society of Testing and Materials (ASTM). 
3) Approved by Protective Design Center. 
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c. Rating. Active vehicle barriers shall be capable of stopping a 15,000-pound 
vehicle traveling at the maximum speed it can attain before impacting the 
barrier, but in no case shall the speed be less than 30 mph.  The maximum 
vehicle speed must be determined by an evaluation of the threat vehicle 
speed and acceleration characteristics and the design of the roadway 
approaching the barrier.  The length of vehicle penetration beyond the barrier 
shall be determined by a local vulnerability assessment of buildings and 
facilities adjacent to the barrier that would be subjected to the detonation of 
the threat vehicle explosive charge.  As a minimum, active barriers shall be 
rated K4 (15,000-pound vehicle at 30 miles per hour) with an “L” rating  
(vehicle load penetration distance) as determined above. A larger vehicle 
weight may be used if warranted by a local threat/vulnerability assessment.     

d. Operating Modes:  Active vehicle barriers shall be capable of either or both of 
the following modes of operation:  
1) Normally Open Mode.  In the Normally Open mode, the barrier is open to 

normal traffic flow.  Security guards will close the barriers only when they 
detect a threat vehicle.  The design of the ACP for this mode of operation 
shall provide a sufficient delay after the threat vehicle is detected to allow 
the guards to close the barrier before the threat vehicle reaches it. 

2) Normally Closed Mode.  In the Normally Closed mode, the barrier is 
closed to normal traffic flow.  Security guards will open it for each 
authorized vehicle and then immediately close it once that vehicle has 
passed over the barrier.   This mode of operation adds time to process 
vehicles and creates additional wear and tear on the barriers.  However, it 
significantly reduces the real estate required for the ACP. 

e. Barrier Safety.  Active vehicle barrier safety features shall ensure safety of 
innocent (non-threat) vehicles using the ACP in the event that the barrier is 
activated.  One of the following safety regimes shall be implemented: 
1) Option 1.  Active barriers shall be deployed in the Normally Open mode.  

ACP guards activate all barriers simultaneous when a threat vehicle is 
detected.  A traffic signal(s) shall be installed at the active vehicle 
barriers.  During normal operation, the light will flash yellow.  When the 
guards initiate the barrier “Emergency Fast Operate” command, the traffic 
light will change to solid yellow for a minimum of 3 seconds and then 
change to red.  After a minimum of another 1 second, the barrier “close” 
circuit will then be energized.  The total delay of 4 seconds will give 
vehicles approaching the barrier time to either clear the barrier or stop 
safely in front of it.  

2) Option 2. Active barriers shall be deployed in the Normally Open mode. 
ACP guards activate all barriers simultaneous when a threat vehicle is 
detected. A traffic signal/stop sign and vehicle presence detection system 
shall be deployed in front of each active barrier.  If the barrier “Emergency 
Fast Operate” command is activated while a vehicle is in the zone of one 
of the presence detectors, the barrier “close” circuit for that barrier will be 
suppressed until the vehicle clears the zone. The other barriers will not be 
affected and will close instantaneously, unless a vehicle is also in their 
presence detector’s zone.  This scheme will allow the elimination of the 4-
second safety time delay described in Option 1 above. This safety regime 
also requires channeling islands between all lanes, (both inbound and 
outbound), in front of each barrier. 

3) Option 3. Active barriers shall be deployed in the Normally Closed mode.  
Barriers are opened only for each authorized vehicle and then closed 
behind that vehicle after its entry.  Barriers in outbound lanes must also 
be opened for each exiting vehicle and then closed behind them.  Once a 
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barrier is opened, vehicle presence detectors shall suppress any “close” 
command until the vehicle clears the barrier.   

4) Other schemes approved by SDDC-TEA that provide an equivalent level 
of safety. 

f. Barrier Controls.  
1) Only guards in the Gatehouse, Guard Booths, and Overwatch Position 

shall have emergency close control of the active barriers.  A master 
“Emergency Fast Operate” (EFO) button shall be provided on a Barrier 
Master Control Panel located in the Gatehouse.  Slave EFO buttons shall 
be located in each Guard Booth and the Overwatch Position. The 
“Emergency Fast Operate” buttons will close all active barriers in all 
inbound and outbound lanes.   

2) Barrier controls at all locations shall include the EFO button, open/close 
status of each barrier, and an enunciator providing audible and visual 
indication of alarms including over speed and wrong way alarms. 

3) Switches and indicating lights shall be provided on the Barrier Master 
Control Panel to allow the Gatehouse guard to enable or disable the slave 
EFO buttons.   

4) A separate Maintenance Control Panel with Automatic-Manual controls 
and status indication for individual barriers shall be provided and located 
in the Gatehouse.   

 
21. Visitors Control Center (VCC).  For ACPs that handle visitors, the ACP shall have 

a Visitors Control Center building for processing visitors wishing to enter the 
installation.  The VCC should be sized for effective through put of the number of 
expected visitors considering that a single processor can process 12-20 visitors 
per hour.  The Visitors Control function for ACPs with minimal visitors, can be 
performed from a Guard Booth; a separate VCC building is not required.  The 
VCC should include the following:    
a. Waiting Area. 
b. Parking. 
c. Service Counter. 
d. Self-registering kiosks.  
e. Administration Office.  
f. Break Room. 
g. Water cooler.   
h. Restrooms. 

 
22. Lighting.  ACP lighting will meet the following criteria: 

a. Approach and Response Zones and Search Area Parking and Roadways – 3 
Foot Candles (FC) average with average to minimum ratio not to exceed 4:1. 

b. Access Control Zone and Search Areas – 5 FC average with average to 
minimum ratio not to exceed 3:1.  In the location where ID checks or 
searches are made, illumination shall be 10 FC or twice the illumination in the 
immediate surrounding area (whichever is greater)  The vertical illumination 
shall be at least 25% of the horizontal illumination.  

c. Lighting at the ID Check and Search Areas shall have a color rendition index 
(CRI) of not less than 65.  All other light sources shall have a CRI of not less 
than 50. 

 
23. Surveillance.  ACPs will have a CCTV system with the following:   

a. Overwatch Cameras.  CCTV cameras shall over watch the Approach Zone, 
ID Check Area, Search Area, and Active Vehicle Barrier areas.   
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b. ID Check Area. CCTV cameras shall be positioned to view drivers, ID Check 
guards, and the vehicle being searched. 

c. Search Areas.  CCTV cameras shall be positioned to view drivers, Search 
guards, and the vehicle being searched. 

d. Rear License Plates.  Conduit shall be installed in the islands at the ID Check 
Area and Search Areas to accommodate future cameras to view rear license 
plates. 

e. Monitors. Monitors for CCTV shall be at the Gatehouse and the Central 
Security Monitoring Station.  

f. Digital Video Recording. The CCTV system shall include digital video 
recording for 24 hours per day and 7 days a week operation.   

 
24. Communications. Guards at the Gatehouse, Guard Booths, Search Areas, 

Overwatch Position, and Visitors Control Center shall have a minimum of 2 
means of communications with each other and with the Central Security 
Monitoring Station.  

 
25. Information Access.  ACPs shall have computers capable of accessing and 

displaying pertinent law enforcement information and Installation access data.   
  

26. Electronic Security. 
a. Duress Alarms.  Guards at the ID Check Area, Search Areas, Overwatch 

Position, and VCC will have duress alarm capability that will annunciate at 
both the Gatehouse and the Central Security Monitoring Station.  

b. Intrusion Detection. The entry doors to the Gatehouse, Guard Booths, 
Overwatch Building, Search Office, and Visitors Control Center shall be 
equipped with Balanced Magnetic Switches (BMS) for intrusion detection.  

 
c. Tamper Switches.  

1) Electronic control cabinets for communications, security, and barrier 
controls shall be equipped with tamper switches.   

2) The junction box at the Overwatch Position pad (if provided) shall be 
equipped with a tamper switch. 

 
27. Back-up Power.  The ACP will have a back-up emergency generator or 

equivalent with the following:  
a. Automatic start-up within 10 seconds after the normal source of electrical 

power fails.   
b. Sufficient on-site fuel to maintain full-load operation for a minimum of 12 

hours.   
c. Status monitored at Gatehouse including alarms for loss of normal power, 

emergency generator malfunction, and low fuel. 
d. The following loads shall be on Back-up Power: 

1) Interior lighting for the Gatehouse, Guard Booths, Overwatch position, 
and Inspection Offices. 

2) Canopy lighting in the ID Check Area and the Search Areas.  
3) External lighting in the Access Control Area. 
4) External lighting in the Search Areas. 
5) Approach Zone and Response Zone lighting within 100 feet of the Access 

Control Zone. 
6) External lighting 150 feet on both sides of the final vehicle barriers.  
7) Uninterruptible Power Supplies (UPS). 
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28. Uninterruptible Power Supply (UPS).  The ACP shall have one or more 
Uninterruptible Power Supplies to power critical security and safety loads when 
the normal source of electrical power fails.  The following loads shall be on UPS: 
a. Primary communications system 
b. Duress alarm system. 
c. Computers. 
d. CCTV systems. 
e. Intrusion Detection Systems (IDS). 
f. Access Control Equipment including: 

1) Active vehicle barrier controls,  
2) Active barrier activation system for one complete operation cycle (open to 

close and close to open).  
3) Traffic arms.  
4) Traffic sensors (wrong way, over speed, and presence detectors).  
5) Traffic signals and warning lights. 

 
29. Traffic Control Devices. 

a. ACPs shall utilize traffic control devices including signs, markings, signals, 
and traffic arms to direct traffic, to provide information, and to safeguard both 
drivers and guards. 

b. Traffic control devices shall be in accordance with the Manual on Uniform 
Traffic Control Devices (MUTCD), the National Standard IAW Title 23 U.S. 
Code, and applicable State and Host-Nation laws.   

c. The Surface Deployment and Distribution Command, Transportation 
Engineering Agency (SDDCTEA) is available to assist in defining traffic 
control requirements when standards are not available. 

d. An Overheight Vehicle Detection and Warning System should be deployed 
ahead of the ID Check Area to detect and warn drivers of Overheight vehicles 
before proceeding to the canopy. 

 
30. Automation: Personnel identification systems for automated access control shall 

be compatible with the Common Access Card (CAC). 
 
J. The following requirements apply to Limited Use ACPs: 

1.  Entry Gate.  The ACP entrance shall include an entry gate to close off the ACP 
at the Installation perimeter. 

2. The entry gate shall provide the same level of security and same aesthetics as 
the adjoining perimeter barrier/fence. 

 
K. The following requirements apply to Pedestrian ACPs.  These requirements apply to 

Pedestrian ACPs that stand-alone or Pedestrian ACP facilities that are a part of a 
Primary or Secondary ACP.  The term pedestrian used here includes both pedestrian 
and bicycle traffic.  

 
1. Performance Standard.  Pedestrian ACPs shall be designed to prevent 

unauthorized entry, to ensure safety, and to maximize throughput of pedestrians. 
2. Design Criteria.  Pedestrian Threat Scenarios. ACPs shall be designed to defeat 

the following two minimum pedestrian threat scenarios.  Additional threat 
scenarios may be considered if supported by a local threat assessment:  

a. Pedestrian Threat Scenario #1.  Pedestrian attempts to forcibly enter the 
Installation by breaching or circumventing ACP barriers using limited 
hand tools.   

b. Pedestrian Threat Scenario #2.  Pedestrian attempts to covertly enter the 
Installation by using false credentials.   
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3. Entry Gate.  Pedestrian ACPs will have an Entry Gate at the ACP entrance 

capable of closing off the ACP.  The Entry Gate shall provide equivalent security 
and equivalent aesthetics as the adjoining perimeter fence/barrier. 

 
4. Guard Booths.  Pedestrian ACPs will have one or more Guard Booth buildings 

for use by guards performing pedestrian ID checks. Guard Booths will have the 
following:  
a. Construction that provides a minimum ballistics protection of UL 752 (latest 

edition) Level 3 with a higher level of protection authorized if warranted by a 
local threat assessment. 

b. Heating and/or Air Conditioning appropriate for the geographic location. 
c. Exterior power outlet sufficient to power hand-held searchlights, bug zappers, 

etc. 
d. Interior power outlets sufficient for radio chargers, computers, etc., 
e. Anti-fatigue floor mat. 
f. Sufficient counter space for report writing and storage of reference material. 
g. Windows to provide a 360-degree field of view.   

 
5. Perimeter Barriers. Pedestrian ACPs shall have passive barriers along each side 

of the ACP corridor capable of preventing easy penetration by a pedestrian.  
These barriers must tie into the Entry Gate at the ACP entrance as well as the 
Active Pedestrian Barrier(s) to form a contiguous personnel barrier from the ACP 
entrance through the Active Pedestrian Barrier(s). 

 
6.  Active Pedestrian Barriers. Pedestrian ACPs shall include active pedestrian 

barriers (e.g., turnstiles, portals, etc.) controlled by the ACP guards to regulate 
pedestrian traffic. 

 
7. Communications.  

a. ACP guards shall have a minimum of two means to communicate with each 
other and with guards at the Gatehouse (if the pedestrian access is part of a 
Primary or Secondary ACP) or guards at the Central Security Monitoring 
Station (if the Pedestrian ACP is Stand-alone). 

b. ACP guards will have wireless duress alarms that annunciate at the 
Gatehouse (if the pedestrian access is part of a Primary or Secondary ACP) 
or the Central Security Monitoring Station if the Pedestrian ACP is Stand-
alone). 

 
8. Lighting.  Lighting in the Pedestrian ACP shall maintain a minimum of 2-foot 

candles illumination.  
 

9. Surveillance Equipment.  Pedestrian ACPs shall be equipped with a Closed 
Circuit Television (CCTV) system with the following requirements: 
a. Overwatch Cameras.  CCTV cameras shall over watch the approach to the 

Guard Booth from the Entry Gate to the area around the active pedestrian 
barrier including the Guard Booth.  

b. Monitors.  Monitors for CCTV shall be at the Pedestrian Guard Booth.  
Monitors shall also be at the Gatehouse if the Pedestrian ACP is part of a 
Primary or Secondary ACP or at the Central Security Monitoring Station if the 
Pedestrian ACP is stand-alone.  

c. Digital Video Recording.  The CCTV system shall include digital video 
recording for 24 hours per day and 7 days a week operation. 
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10. Information Access. Pedestrian ACPs shall have a computer capable of 
accessing and displaying pertinent law enforcement information and Installation 
access data.  

  
11.  Signs.  Pedestrian ACPs shall include signs to direct pedestrians, provide 

security information, and provide adequate safeguards to both guards and 
pedestrians.  
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Appendix D 
Design Procedure 

A. General.  
1. Designers shall use the following design procedure to determine ACP 

protective measures that can be used to effectively defeat the four 
Threat Scenarios defined in the Design Criteria (Appendix B).  If 
additional Threat Scenarios are defined in the project specific criteria, 
designers can use the equations and methodologies in this Design 
Procedure to help define appropriate protective measures against these 
scenarios as well.   

2. The Designer must select ACP features that detect possible threat 
vehicles and ACP features that delay the threat vehicle for the delay 
times described in the Design Criteria.  Detection features include 
vehicle speed detectors, vehicle wrong-way detectors, and vehicle 
presence detectors along with detection by security guards.  Delay 
features include straight roadways and roadways with chicanes, 
curves, or turns.  

3. Based on the opportunities and constraints of the site, the designer 
must determine appropriate detection and delay features and perform 
calculations to assure that the selected features provide the delays 
required for the given Threat Scenarios.  

4. The design engineer must prepare a Design Analysis including 
descriptions of selected ACP features, layouts of detection and delay 
features, and calculations verifying delay times. 

5.  Calculations are based on the following equations of motion: 
 

a) V = Vo + a*T  
b) D = Vo*T + ½*a*T^2  
c) D = (V^2-Vo^2)/(2*a) 
d) T = (-Vo+(Vo^2+2*a*D)^1/2)/a 
Where V=final speed (feet per second), Vo=initial speed (feet per 
second), D=distance (feet), a=acceleration (feet/second^2), and T=time 
(seconds).   
The Design Criteria (Appendix B) sets the maximum acceleration of the 
threat vehicle at a=11.3 feet/second^2.  
The maximum deceleration rate of the threat vehicle (ad) is calculated 
from the relationship ad=f*g, where g is the acceleration of gravity (32.2 
feet/second^2) and f is the friction factor.  From page 122, Figure III-IA 
in “A Policy on Geometric Design of Highways and Streets 1990” from 
the American Association of State Highway and Transportation Officials 
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(AASHTO), f=0.75 for dry pavement and good tires.  Therefore, ad=24.1 
feet/second^2.    

  
B. Conventional ACP Example. 

 
1. Refer to Drawing C3.09 for the Conventional ACP example.  In this 

example, the ACP roadways are straight with no features to slow a 
possible Threat Vehicle down.  Required delays are attained by the 
length of the roadway between the point of detection and the active 
vehicle barriers. 

   
2. The Conventional ACP consists of an Approach Zone, an Access 

Control Zone, and a Response Zone as shown on Drawing C3.09.  
The length of the Access Control Zone (Dacz) is governed by the size 
of the ID Check Area facilities and safety considerations of the 
roadways.  In this example and the examples that follow, Dacz=255 
feet.  The length of the Approach Zone (Daz) is governed by traffic 
sorting and queuing requirements and, if necessary, by requirements 
to delay the Threat Vehicle.  The length of the Response Zone (Drz) is 
governed only by requirements to delay the Threat Vehicle. 

   
3. To determine the minimum lengths of the Approach and Response 

Zones required to delay the Threat Vehicle, evaluate delay and 
detection requirements for all threat scenarios per the following steps: 

 
Step 1 – Evaluate Threat Scenario #1. In Threat Scenario #1, the 
Threat Vehicle enters the ACP at the maximum speed (Vo) that 
can be attained at the ACP entrance.  The protective strategy for 
this scenario includes detecting the attack at the ACP entrance 
using a speed detector.  The speed detector setting shall be set at 10 
mph over the posted speed limit to avoid excessive alarms. 
Assume the posted speed limit for this example is 25 mph, so the 
speed detector setting shall be 35mph.  Therefore, in this scenario, 
the Threat Vehicle enters the ACP at some speed (Vo) at or above 
35 mph and is detected by the speed detector at the ACP entrance. 
Per the design criteria in Appendix B, the required delay time from 
the point of detection is 9 seconds.  The distance that a Threat 
Vehicle can travel in 9 seconds depends on its speed at the time of 
detection.  In this scenario, this distance begins at the ACP 
entrance and ends at the final vehicle barriers, so the distance is the 
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length of the ACP (designated as Dacp).  Dacp distances required 
to delay the threat vehicle for 9 seconds are shown in Table B-1 
below for various Threat Vehicle initial speeds (Vo).  Note, if 
physical features immediately before the ACP entrance will limit 
vehicle speeds to less than 35 mph (e.g., a right angle turn), then 
evaluation of Threat Scenario #1 can be eliminated.  Also note, if 
the ACP speed limit is higher or lower than the 25 mph assumed 
for this example, the values in Table B-1 must be recalculated.  
Generally, the required length of Dacp will increase for higher 
speed limits and decrease for lower speed limits.   

 
Vo(mph) 35 40 45 50 55 60 65 70 
Vo(kph) 56 64 72 80 89 97 105 113 
Dacp(feet) 920 986 1,052 1,118 1,184 1,250 1,316 1,382 
Dacp(meters) 280 300 321 341 361 381 401 421 
Table B-1     Minimum Length of ACP to Defeat Threat Scenario #1 
 

Step 2 – Evaluate Threat Scenario #2. In Threat Scenario #2, the 
Threat Vehicle enters the Installation at or under the entrance 
speed detector setting so as not to be detected.  The Threat Vehicle 
then begins the attack immediately after passing the detector by 
accelerating toward the final vehicle barriers.  Without additional 
speed detectors, the Threat Vehicle may go undetected until it 
essentially reaches the ID Check Position, where ID Check Area 
guards will detect it.  The distance it can travel (Dtv) in the 
required 9 seconds of delay from the point of detection depends on 
its speed when it is detected at the ID Check Position.  Since the 
Threat Vehicle starts to accelerate immediately after passing the 
entrance speed detector, its speed at the time it gets to the ID 
Check Position depends on the distance between the speed detector 
at the ACP entrance and the ID Check Position. This distance, 
designated as Dei, is the Approach Zone length (Daz) plus the 
distance between the end of the Approach Zone and the ID Check 
position (Dai); that is Dei=Daz+Dai.  In this and the examples that 
follow, Dai=165 feet (see Drawing C3.09).  Table B-2 below 
shows distances (Dtv) and speeds at the ID Check Position (Vid) 
for various distances (Dei) from the ACP entrance to the ID Check 
Position.  The table also shows the required length of the Response 
Zone (Drz) assuming the distance between the ID Check position 
and the beginning of the Response Zone (Dir) is Dir=90 feet (see 
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Dwg. C3.09).  The table assumes that the Threat Vehicle’s speed at 
the beginning of the attack is 35mph, i.e., just under the setting of 
the speed detector at the ACP entrance.  Note, similar to Threat 
Scenario #1, if the ACP speed limit is higher or lower than the 25 
mph assumed for this example, the values in Table B-2 must be 
recalculated.  Generally, the required length of Drz will increase 
for higher speed limits and decrease for lower speed limits. 
 

Dei(feet) 350 400 450 500 550 600 650 700 

Dei(meters) 107 122 137 152 168 183 198 213 
Vid(fps) 102.7 108.1 113.2 118.0 122.7 127.3 131.6 135.8 
Vid(M/s) 31.3 32.9 34.5 36.0 37.4 38.8 40.1 41.4 

Dtv(feet) 1,382 1,430 1,476 1,520 1,562 1,603 1,642 1,680 

Dtv(meters) 421 436 450 463 476 489 501 512 
Drz(feet) 1,292 1,340 1,386 1,430 1,472 1,513 1,552 1,590 
Drz(meters) 394 408 422 436 449 461 473 485 
Table B-2 Minimum Length of Response Zone to Defeat Threat Scenario #2 
 

Step 3 – Evaluate Threat Scenario #3. In Threat Scenario #3, the 
driver of the Threat Vehicle begins the attack at the ID Check 
Position upon being rejected by the ID Check Area guard.  The ID 
Check Area guard immediately detects the attack.  The Threat 
Vehicle’s initial speed (Vo) is zero.  In the required 9 seconds of 
delay, the Threat Vehicle can travel Dtv=1/2*11.3*(9)^2=458 feet.  
The minimum length of the Response Zone is then Drz =Dtv-Dir= 
458-90 = 368 feet for this Threat Scenario.  This distance is 
significantly less than that required for Threat Scenario #2. 
 
Step 4 – Evaluate Threat Scenario #4. In Threat Scenario #4, the 
driver of the rejected Threat Vehicle feigns compliance after being 
rejected by the ID Check Area guard and travels toward the Turn-
around or Search Area entrance at the ACP speed limit of 25 mph.  
The driver then fails to turn and instead begins his attack when he 
reaches the beginning of the Response Zone traveling at 25 mph.  
In this scenario, the guards are watching the rejected Threat 
Vehicle to assure it makes the appropriate turn.  Therefore, guard 
reaction time in this scenario is reduced from 3 seconds to 1 
second and total delay time is reduced from 9 to 7 seconds (see 
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Criteria – Appendix B).  From the time of detection, the Threat 
Vehicle can travel Dtv, which in this example is 
Drz=25*1.467*7+1/2*11.3*(7)^2=534 feet in 7 seconds. Although 
greater than the distance required in Threat Scenario #3, this 
distance is still significantly less than that required for Threat 
Scenario #2. 
 
Step 5 – Select Worst Case for Response Zone Length.  Even for 
short lengths of Dei, the Response Zone length required for Threat 
Scenario #2 is much greater than those required for Threat 
Scenarios #3 and 4.  Threat Scenario #2, therefore, governs the 
minimum length of the Response Zone.  
 
Step 6 – Determine Response Zone Length. To determine the 
required length of the Response Zone, the length of the Approach 
Zone (Daz) required to meet traffic sorting and queuing 
requirements must first be determined.  For this and the following 
examples, assume Daz=535 feet for queuing and sorting.  To Daz 
add Dai (which is 165 feet in this example) to determine Dei 
(Dei=165+535=700 feet).  Use Table B-2 and Dei to determine 
Drz.  For this example, Drz=1590 feet. 
 
Step 7 – Determine Approach Zone Length.   Determine the 
maximum speed that a Threat Vehicle can enter the ACP (Vo).  
For this example, assume Vo=60mph.  From Table B-1 and Vo, 
Dacp=1250 feet.  If Dacp from Table B-1 is greater than the sum 
of Daz+Dacz+Drz, then increase Daz by the difference.  In this 
example, Daz+Dacz+Drz=535+255+1590 = 2380 feet, so no 
additional length to the Approach Zone is required for delay.  
Daz=535 feet. 
 
Step 8 – Summarize Results.  
 Approach Zone length is Daz=535 feet. 
 Access Control Zone length is Dacz=255 feet. 
 Response Zone length is Drz=1590 feet. 
 Total ACP length is Dacp=2380 feet. 

 
C. Conventional ACP with Continuous Speed Detection Example. 
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1. The required Response Zone length and overall ACP length for the 
Conventional ACP in this example are quite large (1590 feet and 2380 
feet respectively). These lengths are required to defeat Threat 
Scenario #2.  Deploying a speed detection system that will detect the 
Threat Vehicle in Threat Scenario #2 earlier in the attack can reduce 
these distances. 

2. Since the Threat Vehicle in Threat Scenario #2 can begin an attack 
essentially anywhere in the Approach or Access Control Zones, the 
ideal speed detector would continuously detect vehicles in these zones 
and alarm when any vehicle exceeded the detector speed setting.  
Point type speed detectors, such as loop detectors, would not be 
suitable for this type of application.  Video motion, radar, and laser 
type detectors, if properly applied, could be used.  

 
3. Conventional ACP with one Speed Zone.  In the above example, 

assume that a continuous speed detection zone is deployed from the 
ACP entrance to the ID Check Position to detect an attack using 
Threat Scenario #2.  Also, assume that the detector alarm point is set 
at 35 mph. 

 
Step 1 – Determine Response Zone Length.  With a continuous 
over-speed detection system in place, the aggressor in Threat 
Scenario #2 would attempt to stay near but just under the 35 mph 
setting of the over-speed detection system while approaching the 
ID Check Area.  The aggressor would want to get as close as 
possible to the ID Check Area before beginning his attack.  
Assume the Threat Vehicle begins his attack just prior to the ID 
Check Position by accelerating past the checkpoint from an initial 
speed of 35mph.  The Threat Vehicle would be detected at that 
point by ID Check Area guards.  From this detection point, the 
Threat Vehicle can travel Dtv=35*1.467*9+1/2*11.3*(9)^2=920 
feet in the 9 seconds of required delay time. The required length of 
the Response Zone would then be Drz=Dtv-Dir=920-90=830 feet.  
This is a significant improvement over Drz without continuous 
speed detection.   
 
Step 2 – Compare the Response Zone length determined in Step 1 
above with the lengths determined in Steps 3 and 4 in the previous 
example for Threat Scenarios 3 and 4 and determine the worst 
case.  (Note, the continuous speed zone detector does not affect 
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Response Zone lengths for Threat Scenarios 3 and 4, as these 
threat scenarios begin after the threat vehicle has passed the speed 
zone.) The required Response Zone length of 830 feet determined 
in step 1 above is greater than the lengths of 368 feet and 534 feet 
for Threat Scenarios 3 and 4, respectively, determined in the 
previous example.  The worst case Response Zone length is, 
therefore, 830 feet for Threat Scenario #2. 
  

  
Step 3. Determine Approach Zone Length.  Using the required 
length of the Response Zone determine in Step 3 above, the total 
length of the ACP is Daz+Dacz+Drz=535+255+830=1620 feet.  
This length is still greater than the 1250 foot length determine in 
Step 7 in the previous example.  Therefore, there are no additional 
delay requirements for the Access Control Zone.  The minimum 
length of Daz is still 535 feet. 
 
Step 4 – Summarize Results.  
 Approach Zone length is Daz=535 feet. 
 Access Control Zone length is Dacz=255 feet. 
 Response Zone length is Drz=830 feet. 
 Total ACP length is Dacp=1620 feet. 
 

4. Conventional ACP with two Speed Zones.  The required Response 
Zone length could be further reduced if a second speed zone were set 
up immediately in front of the ID Check Position with its speed 
detector set at 20 mph. 

 
Step 1 - The aggressor would again begin the attack as close to the 
ID Check Position as possible.  Assuming ID Check Area guards 
detect the Threat Vehicle as it passes them at 20 mph, the Threat 
Vehicle can travel Dtv=20*1.467*9+1/2*11.3*(9)^2=722 feet in 
the 9 seconds of required delay.  The required length of the 
Response Zone would be Drz=Dtv-Dir=632 feet.  This distance is 
830-632=198 feet less than the distance required with one speed 
zone.  The second speed zone, set at 20 mph, would need to cover 
the area 198 feet in front of the ID Check Area.  The first speed 
zone, set at 35 mph, would cover the area from 198 feet in front of 
the ID Check Area to the ACP entrance. 
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Step 2 – Compare the Response Zone length determined in Step 1 
above with the lengths determined in Steps 3 and 4 in the example 
without speed zones for Threat Scenarios 3 and 4 and determine 
the worst case.  (Note, the continuous speed zone detectors do not 
affect Response Zone lengths for Threat Scenarios 3 and 4, as 
these threat scenarios begin after the threat vehicle has passed the 
speed zone.) The required Response Zone length of 632 feet 
determined in step 1 above is greater than the lengths of 368 feet 
and 534 feet for Threat Scenarios 3 and 4, respectively, determined 
above.  The worst case Response Zone length is, therefore, 632 
feet for Threat Scenario #2. 
 
Step 3 – Determine Approach Zone Length.  Using the required 
length of the Response Zone determined in Step 2 above, the total 
length of the ACP is Daz+Dacz+Drz=535+255+632=1422 feet.  
This length is still greater than the 1250 foot length determine in 
Step 7 of the Conventional ACP example.  Therefore, there are no 
additional delay requirements for the Access Control Zone.  The 
minimum length of Daz is still 535 feet. 
 
Step 4 – Summarize Results.  
 Approach Zone length is Daz=535 feet. 
 Access Control Zone length is Dacz=255 feet. 
 Response Zone length is Drz=632 feet. 
 Total ACP length is Dacp=1422 feet. 
 
    

5. Although speed zones reduce the required length of the Response 
Zone, they add a level of complexity to the protective system for both 
guard force operations and equipment maintenance.  They should be 
utilized only when real estate for the ACP is limited and speed 
management features are not possible.  If speed zones are to be 
utilized, care must be taken when selecting an over-speed detection 
system.  Select system components including sensors, software, and 
head end equipment that have been proven for similar applications. 

 
D. Speed Management. 
 

1. General. Speed Management features such as curves and chicanes can 
be utilized to slow down the Threat Vehicle and to provide required 
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delay times. An example of a curve is shown on Drawing C3.11.  
Examples of chicanes are shown on Drawings C3.10 and C3.12.  
Curves and chicanes provide delay by forcing vehicles to slow down 
to the spinout speed of the curve or chicane.  If a Threat Vehicle 
exceeds this speed, it will spin out and loose the race to the final 
barrier.  The Response Zone is the most effective location for a curve 
or chicane, as a curve or chicane here will delay the Threat Vehicle in 
all of the Threat Scenarios.  

   
2. Threat Scenarios. To select an appropriate chicane or curve, the first 

step is to evaluate its effect on defeating the given Threat Scenarios.  
The following is an evaluation of the four Threat Scenarios given in 
the Design Criteria considering a curve is deployed in the Response 
Zone: 

 
a. Threat Scenarios #1 and #2. In both Threat Scenarios #1 and 

#2, the Threat Vehicle speeds through the ID Check Area at the 
maximum speed it can attain.  However, in order to keep from 
spinning out when it reaches the curve in the Response Zone, it 
must decelerate at some point before the curve entrance so its 
speed when it reaches the curve is at or below the curve’s 
spinout speed.  In Threat Scenario #1, the Threat Vehicle is 
detected at the ACP entrance.  However, in Threat Scenario #2, 
the Threat Vehicle isn’t detected until it gets to the ID Check 
position. Considering the Threat Vehicle in either scenario must 
decelerate to the curve’s spinout speed, Threat Scenario #2 is 
the worst case as the Threat Vehicle is closer to the final active 
barriers when it is detected.  Threat Scenario #2 requires 9 
seconds of delay, which must be achieved within the Response 
Zone curve plus the distance between the ID Check Position 
and the beginning of the curve (Dir).  

  
b. Threat Scenario #3.  Threat Scenario #3 begins and is detected 

at the ID Check position.  However, the Threat Vehicle’s speed 
when it is detected is zero.  The Threat Vehicle in Threat 
Scenario #2 is also detected at the ID Check position, but it is 
traveling much faster.  Therefore, Threat Scenario #2 is a worse 
case than Threat Scenario #3. 
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c. Threat Scenario #4.  Threat Scenario #4 begins and is detected 
at the beginning of the Response Zone.  Per the Design Criteria, 
the required delay time for Threat Scenario #4 is 7 seconds.  
Therefore, the delay time required in the Response Zone curve 
must be a minimum of 7 seconds to defeat Threat Scenario #4. 
 

d. Summary.  The Response Zone curve plus the distance between 
the ID Check Area and the Response Zone must provide 9 
seconds of delay to the threat vehicle in Threat Scenario #2.  In 
addition, the Response Zone curve by itself must provide 7 
seconds of delay to the threat vehicle in Threat Scenario #4.  

 
3. Parameters of Chicanes and Curves. In order to determine delay times 

provided by chicanes and curves, the parameters of the chicane/curve 
must be defined.  Parameters include inside turning radius, 
unobstructed roadway width, and turn angle. 

 
a. Turning radius determines how fast the threat vehicle can turn 

without spinning out.  The spinout speed of a passenger vehicle 
can be calculated from the following equation (see page 119 of 
“A Policy on Geometric Design of Highways and Streets 1990” 
from AASHTO): 

 
Eq. 1) Vm = ((f+s) * g * R)^0.5  
 
Where f=friction factor (assume 0.75 for good tires and dry 
pavement); s=super elevation rate (assume 0.03); g=acceleration of 
gravity (32.2 feet/second^2); and R=radius of turn in feet (the 
minimum turning radius for large trucks (WB-65) is 65 feet and 
the minimum turning radius for passenger vehicles is 35 feet).  
 
b. The unobstructed roadway width is the width of the roadway 

between curbs.  It includes the width of each lane plus the width 
of any shoulders. For a two-lane roadway, the unobstructed 
width would normally be 26 feet, that is two 12-foot wide lanes 
plus one 2-foot gutter. 

 
c. For a chicane or curve that ends in the same direction and 

alignment as it started (see Drawings C3.10, 11, and 12), the 
chicane/curve is a series of four turns; one right turn, two 
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consecutive left turns, and one final right turn or vise-versa.  
The turn angle is the angle that each turn makes between its 
entrance and exit.  The turn angle determines the total distance 
traveled.  The larger the turn angle is, the longer the turn 
distance is and, therefore, the longer the delay time is.  To 
provide sufficient delay, turn angles normally vary between 30 
and 90 degrees.  Care must be taken in selecting turn angles.  
For wide roadway widths, larger turn angles are required to 
preclude a threat vehicle from switching lanes to achieve a 
straight or large radius path through the chicane/curve.  Use the 
following equations to calculate the total travel distance in the 
chicane/curve and the length and width of the chicane/curve 
given the inside radius of the chicane/curve, the turn angle, the 
roadway width, and the median width.  

 
For Chicanes: 
 Eq. 2) CLR (Chicane C-L Radius) = IR+W+M/2 
 Eq. 3) CD (Chicane Distance) = 4*CLR*Theta 
 Eq. 4) CL (Chicane Length) = 4*CLR*Sin(Theta) 
 Eq. 5) CW (Chicane Width) = 2*CLR*(1-Cos(Theta))+2*W+M 
  Where IR is the inside radius of chicane; Theta is the turn 
angle; W is the roadway width, and M is the median width. 
 
For Curves: 
 Eq. 2a) CLR (Curve C-L Radius) = IR+W/2 
 Eq. 3a) CD (Curve Distance) = 4*CLR*Theta 
 Eq. 4a) CL (Curve Length) = 4*CLR*Sin (Theta) 
 Eq. 5a) CW (Curve Width) = 2*(2*CLR*(1-Cos (Theta))+ 
W)+M 
  Where IR is the inside radius of curve; Theta is the turn 
angle; W is the roadway width, and M is the median width. 
 

4. Time Delay through Chicanes and Curves. 
 

a. The ideal minimum time required to traverse a chicane/curve 
can be calculated using the chicane/curve distance (Eq. 3 or 3a) 
divided by the maximum speed in the chicane/curve (Eq. 1).  
However, the ideal time assumes the threat vehicle will follow 
the centerline radius through the chicane/curve.  In reality, the 
threat vehicle will use the entire width of the roadway to 
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maximize the turning radii and thus maximize its spinout 
speeds.  The practical traverse time can be calculated by 
analyzing the chicane/curve and determining the quickest path 
through it.  This path will consist of several segments. Once the 
segments of the path are determined, calculate the radius, 
distance, maximum speed, and time to traverse each segment 
and add these times together to obtain the total traverse time.  

  
b. The fastest path through a chicane/curve depends on the turn 

angle, the clear roadway width, and physical features at the 
entrance and exit.  Two different paths were analyzed in this 
design procedure as follows: 

i. Tangent Method – This path consists of 3 curved sections 
and 2 straight sections.  Considering the chicane/curve 
consists of 4 Turns as described above, the path through 
the chicane/curve follows: 

1. Approach Turn #1 on a path with a maximum 
possible radius and move toward the right hand 
curb of Turn #1.  For a 6-foot wide vehicle, the 
centerline of the vehicle would travel toward a 
curve with a radius of 3 feet longer than the inside 
radius of Turn #1.  Travel speed is limited by the 
radius of the curve. 

2. Follow this curve a certain distance and then turn 
straight toward the left curb of Turn #2.  The 
straight section is a line tangent to the two circles 
defined by Turn #1 and Turn #2.  These circles are 
separated by a distance s=RW-6, where RW is the 
unobstructed roadway width and the 6 feet is the 
width of the threat vehicle.  Travel speed in the 
straight section is limited by how fast the vehicle 
can accelerate after exiting the first curve and how 
fast it must decelerate before entering the second 
curve. 

3. The vehicle would then follow the left curb of the 
rest of Turn #2 and part of Turn #3 and then turn 
straight again toward the right curb of Turn #4.   

4. The vehicle would finally travel along the right 
curb of Turn #4 and exit along a curve with the 
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maximum radius attainable through the active 
vehicle barriers at the end of the curve.   

ii. Three Curve Method – This path consists of three circle 
segments, one segment entering the Chicane/Curve, one 
segment through the middle section of the 
Chicane/Curve, and one segment exiting the 
Chicane/Turn.  The middle circle segment is tangent to 
both the entrance and exit circle segments.  Travel speeds 
are limited by the radius of each circle segment.   

iii. Both Methods –  
1. In order to maximize the curve radius, the entrance 

curve actually begins before the Chicane/Curve.  
The distance that the entrance curve begins in front 
of the Chicane/Curve depends on the 
Chicane/Curve turn angle.  For low turn angles, the 
entrance curve could begin at or even before the 
ID Check Area. For certain small turn angles, 
therefore, the physical features at the ID Check 
Area (e.g., lane spacing, traffic island lengths, 
turn-around lane configuration, etc.) will affect the 
maximum radius attainable for the entrance curve.  
For the speed tables described in paragraph “c” 
below, calculations for the entrance curve radius 
assume the entrance curve starts at some distance 
in front of the Chicane/Curve, but not further in 
front of the Chicane/Curve than the ID Check 
Area.   

2. The maximum attainable radius of the exit curve 
depends on the distance that the active vehicle 
barriers are beyond the end of the Chicane/Curve 
and the physical features at the barriers (e.g., 
passive barriers, active barrier components, and 
infrastructure that would limit a vehicle’s ability to 
switch lanes).  For the speed tables described in 
paragraph “c” below, calculations for the exit 
curve assume that the active barriers are at the end 
of the Chicane/Curve and that the end of the exit 
curve is tangent to the left hand curb of the right 
most lane.   
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3. The assumptions described above at the entrance 
and exit to the Chicane/Curve effect the radii of 
both entrance and exit curves and, therefore, the 
threat vehicle’s entry and exit speeds.  If 
conditions at the entrance or exit to the 
Chicane/Curve are different than described above, 
calculations using the actual conditions must be 
performed.  

     
c. Tables D-1-19 show data for various chicanes and curves given 

inside radii, turn angles, and roadway widths.  The Tables list 
Curve Distance (CD), Curve Length (CL), Roadway Corridor 
Width (CW), Chicane/Curve Traverse Time (Trz), and the time 
to traverse the distance between the ID Check Area and the 
active barriers (Tidb).   The tables list the best (least) traverse 
times between the two paths described above.  Generally, for 
low turn angles, the Three Curve method is fastest, whereas, for 
higher turn angles, the Tangent method is fastest.  Tables D-1-
10 apply to chicanes where the inbound and outbound lanes 
follow the same path (see Drawings C3.10 and C3.12).  Tables 
D-11-19 apply to curves where the inbound and outbound lanes 
follow opposite but mirror image paths (see Drawing C3.11).  
For all Tables, a median island width of 24 feet is assumed.  

 
5. Design Procedure for a Chicane or Curve deployed in the Response 

Zone: 
 

Step 1 – Select Parameters. Consider traffic volumes and types 
based on the Traffic Engineering Study and select appropriate 
parameters for the roadway width and the chicane/curve’s inside 
radius.  
 
Step 2 – Select Turn Angle of the Chicane/Turn. Select appropriate 
table from Tables D-1 through D19 with the parameters 
determined in Step 1 above.  Find the appropriate turn angle in the 
selected table that provides Trz equal or greater than 7 seconds and 
a Tidb equal or greater than 9 seconds.   

 
E. Speed Management Examples: 
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1. 50mph Chicane Example. 
a. Refer to Drawing C3.10 for the 50mph Chicane example.  From 

the results of the Traffic Engineering Study, assume that the 
required chicane must have an inside radius of 205 feet and 
must have two traffic lanes with an overall, unobstructed 
roadway width of 26 feet.   

b. For chicanes with an inside radius of 205 feet and a roadway 
width of 26 feet, use Table D-9.   Select a curve angle from 
Table D-9 that will provide a value of Trz greater than 7 
seconds and Tidb greater than 9 seconds.  Choose the chicane 
with a curve angle of 50 degrees, which will provide Trz= 9.75 
seconds and Tidb=10.7 seconds.  This chicane is 745 feet long 
with a roadway corridor width of 250 feet.  Note, the next lower 
chicane in the Table has a 40-degree turn angle and provides a 
Trz of 7.45 seconds, which is greater than the required 7 
seconds, but a Tidb of only 8.32, which is less than the required 
9 seconds delay.  A chicane with a 43-degree turn angle would 
provide a Trz=8.12 seconds, which is greater than the required 
7 seconds, and Tidb=9.03 seconds, which is greater that the 
required 9 seconds of delay.  This chicane would be 663 feet 
long with a roadway corridor width of 207 feet. 

 
2.  32mph Curve Example. 

a. Refer to Drawing C3.11 for the 32mph Curve example.  From 
the results of the Traffic Engineering Study, assume that the 
required curve must have an inside radius of 65 feet and must 
have two traffic lanes with an overall, unobstructed roadway 
width of 26 feet.   

b. For curves with an inside radius of 65 feet and a roadway width 
of 26 feet, use Table D-12.   Select a curve angle from Table D-
12 that will provide a value of Trz greater than 7 seconds and 
Tidb greater than 9 seconds.  Choose the curve with a curve 
angle of 80 degrees, which will provide Trz=8.37 seconds and 
Tidb=9.89 seconds.  This curve is 307 feet long with a roadway 
corridor width of 334 feet.  Note, the required Response Zone 
length in this example is significantly less than that required 
using 2 speed zones (632 feet) determined in paragraph C4 
above. 

 
3. 28mph Chicane Example. 
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a. Refer to Drawing C3.12 for the 28 mph Chicane example.  
From the results of the Traffic Engineering Study, assume that 
the required chicane must have an inside radius of 50 feet and 
must have one traffic lane with an overall, unobstructed 
roadway width of 14 feet.  

b. For chicanes with an inside radius of 50 feet and a roadway 
width of 14 feet, use Table D-1.   Select a curve angle from 
Table D-1 that will provide a value of Trz greater than 7 
seconds and Tidb greater than 9 seconds.  Choose the chicane 
with a curve angle of 70 degrees, which will provide Trz=7.70 
seconds and Tidb-9.35 seconds.  This chicane is 286 feet long 
with a roadway corridor width of 152 feet. 

c. Note, chicanes with an inside radius of 50 feet can only be used 
at ACPs where truck traffic is excluded.  Trucks inadvertently 
entering the ACP must be rejected at the Turn-around. 

 
4. Presence Detection Example. 

a. Refer to Drawing C3.14 for the Vehicle Presence Detection 
example.  In this protective system, the 4-second delay for the 
barrier warning signals to cycle is eliminated (assuming no 
vehicles are detected in front of the barriers).  The total delay 
time required for this protective system is five seconds for 
Threat Scenarios #1, 2, and 3 and three seconds for Threat 
Scenario #4, where the guard reaction time is reduced to 1 
second.   

b. As in the previous examples, Threat Scenario #2 is the worst 
case.  Evaluate Threat Scenario #2 with the following additional 
protective measures: 

i. Speed Zone set at 35mph.  With a Speed Zone set up 
between the ACP entrance and the ID Check position, 
guards will detect the Threat Vehicle when it arrives at 
the ID Check position.  It will have a speed of 35mph and 
will begin accelerating.   In the required time delay of 5 
seconds, the Threat Vehicle can travel 
Dtv=35*1.467*5+1/2*11.3*(5)^2=398 feet.  The 
required length of the Response Zone is then Drz=Dtv-
Dir=398-90=308 feet.   

ii. Speed Zones at both 35mph and 20mph (see paragraph 
C4 above).   With the second Speed Zone setup in front 
of ID Check position, the Threat vehicle will be detected 
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by guards when it arrives at the ID Check position.  It 
will have a speed of 20mph and will begin accelerating.  
In the required time delay of 5 seconds, the Threat 
Vehicle can travel Dtv=20*1.467*5+1/2*11.3*(5)^2=288 
feet.  The required length of the Response Zone is then 
Drz=Dtv-Dir=288-90=198 feet.   

iii. Chicane in the Response Zone with an inside radius of 50 
feet and road width of 14 feet.  The required time delay 
for the Chicane is Trz=3 seconds and the required delay 
from the ID Check Area to the active barriers is Tidb=5 
seconds.  Using Table D-1, select a chicane with these 
minimum time delays.  Choose the 40 degree curve with 
a Trz=3.81 seconds and a Tidb=5.12 seconds.  This curve 
has a length of 195 feet with a roadway corridor width of 
88 feet. 

iv. Chicane in the Response Zone with an inside radius of 65 
feet and road width of 26 feet.  The required time delay 
for the Chicane is then Trz=3 seconds and the required 
delay from the ID Check Area to the active barriers is 
Tidb=5 seconds.  Use Table D-3 to select a chicane with 
these minimum delays.  Choose the 50 degree curve with 
a Trz=5.39 seconds and Tidb=6.48 seconds.  This curve 
has a length of 316 feet with a roadway corridor width of 
150 feet. 

  
F. Summary:  Using properly designed Chicanes or Curves in the Response 
Zone can effectively delay the Threat Vehicle in all 4 of the Threat 
Scenarios defined in the criteria.  When Turns or Chicanes cannot be 
utilized, large distances both in the Approach and Response Zones are 
required to defeat the Threat Scenarios defined in the criteria, especially 
Threat Scenario #2. Over-speed detection systems can be utilized to reduce 
Approach and Response Zone lengths, but these systems add complexity in 
ACP operations and equipment maintenance and are not as effective as 
speed management systems.   
 
G. List of Parameters: 
  
 Dacp – Length of the ACP 
 Dacz – Length of the Access Control Zone 
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 Dai – Distance between end of Approach Zone and the ID Check 
position 
 Daz – Length of the Approach Zone 
 Dei – Distance between the ACP entrance and the ID Check position 
 Didb – Distance between the ID Check position and the active barriers 
 Dir – Distance between ID Check position and beginning of Response 
Zone 
 Drz – Length of the Response Zone 
 Dtv – Distance the Threat Vehicle can travel in the given 
circumstances. 
  
 Tir – Time for Threat Vehicle to travel Dir distance 
 Trz – Time for Threat Vehicle to travel through the Response Zone. 
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CHICANES
Table 1
Inside Radius IR 50 feet
Width of Roadway RW 14 feet
Width of Median Med 24 feet
ID Check Point to Chicane dir 90 feet
Curve Angle (deg) Theta 30 40 50 60 70 80 90 deg
Chicane Traverse Time Trz 2.3 3.81 5.07 6.4 7.703 8.98 10.2 sec
ID Check to Barrier Traverse Time Tidb 3.53 5.12 6.59 8.01 9.349 10.6 11.9 sec
Center Line Radius of Chicane CLR 76 76 76 76 76 76 76 feet
Distance through the Chicane CD 159 212 265 318 371.4 424 478 feet
Length of Chicane CL 152 195 233 263 285.7 299 304 feet
Width of Chicane CW 72.4 87.6 106 128 152 178 204 feet

Table 2
Inside Radius IR 65 feet
Width of Roadway RW 14 feet
Width of Median Med 24 feet
ID Check Point to Chicane dir 90 feet
Curve Angle (deg) Theta 30 40 50 60 70 80 90 deg
Chicane Traverse Time Trz 2.74 4.32 5.74 7.18 8.593 9.98 11.3 sec
ID Check to Barrier Traverse Time Tidb 3.99 5.62 7.2 8.7 10.14 11.5 12.9 sec
Center Line Radius of Chicane CLR 91 91 91 91 91 91 91 feet
Distance through the Chicane CD 191 254 318 381 444.7 508 572 feet
Length of Chicane CL 182 234 279 315 342 358 364 feet
Width of Chicane CW 76.4 94.6 117 143 171.8 202 234 feet

Table 3
Inside Radius IR 65 feet
Width of Roadway RW 26 feet
Width of Median Med 24 feet
ID Check Point to Chicane dir 90 feet
Curve Angle (deg) Theta 30 40 50 60 70 80 90 deg
Chicane Traverse Time Trz 1.68 3.64 5.39 6.87 8.393 9.9 11.4 sec
ID Check to Barrier Traverse Time Tidb 2.38 4.74 6.48 8.2 9.864 11.4 13 sec
Center Line Radius of Chicane CLR 103 103 103 103 103 103 103 feet
Distance through the Chicane CD 216 288 360 431 503.4 575 647 feet
Length of Chicane CL 206 265 316 357 387.2 406 412 feet
Width of Chicane CW 104 124 150 179 211.5 246 282 feet

Table 4
Inside Radius IR 65 feet
Width of Roadway RW 38 feet
Width of Median Med 24 feet
ID Check Point to Chicane dir 90 feet
Curve Angle (deg) Theta 30 40 50 60 70 80 90 deg
Chicane Traverse Time Trz Note 3.13 5.12 6.84 8.307 9.89 11.5 sec
ID Check to Barrier Traverse Time Tidb Note 4.08 6.34 8 9.592 11.3 13 sec
Center Line Radius of Chicane CLR 115 115 115 115 115 115 115 feet
Distance through the Chicane CD 241 321 401 482 562 642 723 feet
Length of Chicane CL 230 296 352 398 432.3 453 460 feet
Width of Chicane CW 131 154 182 215 251.3 290 330 feet
Note: This is a straight path.



CHICANES

Table 5
Inside Radius IR 130 feet
Width of Roadway RW 14 feet
Width of Median Med 24 feet
ID Check Point to Chicane dir 90 feet
Curve Angle (deg) Theta 30 40 50 60 70 80 90 deg
Chicane Traverse Time Trz 4.3 6.19 8.05 9.88 11.67 13.45 15.2 sec
ID Check to Barrier Traverse Time Tidb 5.46 7.35 9.28 11.1 12.93 14.71 16.5 sec
Center Line Radius of Chicane CLR 156 156 156 156 156 156 156 feet
Distance through the Chicane CD 327 436 545 653 762.4 871.3 980 feet
Length of Chicane CL 312 401 478 540 586.4 614.5 624 feet
Width of Chicane CW 93.8 125 163 208 257.3 309.8 364 feet

Table 6
Inside Radius IR 130 feet
Width of Roadway RW 26 feet
Width of Median Med 24 feet
ID Check Point to Chicane dir 90 feet
Curve Angle (deg) Theta 30 40 50 60 70 80 90 deg
Chicane Traverse Time Trz 3.43 5.72 7.67 9.61 11.52 13.4 15.2 sec
ID Check to Barrier Traverse Time Tidb 4.30 6.82 8.75 10.80 12.77 14.67 16.5 sec
Center Line Radius of Chicane CLR 168 168 168 168 168 168 168 feet
Distance through the Chicane CD 352 469 586 704 821 938.3 1056 feet
Length of Chicane CL 336 432 515 582 631 661.8 672 feet
Width of Chicane CW 121 155 196 244 297 353.7 412 feet

Table 7
Inside Radius IR 130 feet
Width of Roadway RW 38 feet
Width of Median Med 24 feet
ID Check Point to Chicane dir 90 feet
Curve Angle (deg) Theta 30 40 50 60 70 80 90 deg
Chicane Traverse Time Trz 2.68 5.32 7.54 9.46 11.41 13.37 15.3 sec
ID Check to Barrier Traverse Time Tidb 3.41 6.32 8.66 10.5 12.58 14.6 16.6 sec
Center Line Radius of Chicane CLR 180 180 180 180 180 180 180 feet
Distance through the Chicane CD 377 503 628 754 879.6 1005 1131 feet
Length of Chicane CL 360 463 552 624 676.6 709.1 720 feet
Width of Chicane CW 148 184 229 280 336.9 397.5 460 feet



CHICANES

Table 8
Inside Radius IR 205 feet
Width of Roadway RW 14 feet
Width of Median Med 24 feet
ID Check Point to Chicane dir 90 feet
Curve Angle (deg) Theta 30 40 50 60 70 80 90 deg
Chicane Traverse Time Trz 5.6 7.85 10.1 12.3 14.42 16.6 18.7 sec
ID Check to Barrier Traverse Time Tidb 6.54 8.88 11.1 13.3 15.49 17.6 19.8 sec
Center Line Radius of Chicane CLR 231 231 231 231 231 231 231 feet
Distance through the Chicane CD 484 645 806 968 1129 1290 1451 feet
Length of Chicane CL 462 594 708 800 868.3 910 924 feet
Width of Chicane CW 114 160 217 283 356 434 514 feet

Table 9
Inside Radius IR 205 feet
Width of Roadway RW 26 feet
Width of Median Med 24 feet
ID Check Point to Chicane dir 90 feet
Curve Angle (deg) Theta 30 40 50 60 70 80 90 deg
Chicane Traverse Time Trz 4.90 7.45 9.75 12.1 14.3 16.5 18.7 sec
ID Check to Barrier Traverse Time Tidb 5.76 8.32 10.7 13.1 15.38 17.6 19.8 sec
Center Line Radius of Chicane CLR 243 243 243 243 243 243 243 feet
Distance through the Chicane CD 509 679 848 1018 1188 1357 1527 feet
Length of Chicane CL 486 625 745 842 913.4 957 972 feet
Width of Chicane CW 141 190 250 319 395.8 478 562 feet

Table 10
Inside Radius IR 205 feet
Width of Roadway RW 38 feet
Width of Median Med 24 feet
ID Check Point to Chicane dir 90 feet
Curve Angle (deg) Theta 30 40 50 60 70 80 90 deg
Chicane Traverse Time Trz 4.44 7.15 9.61 11.9 14.2 16.5 18.8 sec
ID Check to Barrier Traverse Time Tidb 5.24 8.09 10.5 12.8 15.24 17.6 19.9 sec
Center Line Radius of Chicane CLR 255 255 255 255 255 255 255 feet
Distance through the Chicane CD 534 712 890 1068 1246 1424 1602 feet
Length of Chicane CL 510 656 781 883 958.5 1005 1020 feet
Width of Chicane CW 168 219 282 355 435.6 521 610 feet



CURVES

Table 11
Inside Radius IR 65 feet
Width of Roadway RW 14 feet
Width of Median Med 24 feet
ID Check Point to Curve dir 90 feet
Curve Angle (deg) Theta 30 40 50 60 70 80 90 deg
Curve Traverse Time Trz 2.33 3.73 5.05 6.3 7.545 8.78 10 sec
ID Check to Barrier Traverse Time Tidb 3.49 5.19 6.48 7.81 9.087 10.3 11.6 sec
Center Line Radius of Curve CLR 72 72 72 72 72 72 72 feet
Distance through the Curve CD 151 201 251 302 351.9 402 452 feet
Length of Curve CL 144 185 221 249 270.6 284 288 feet
Width of Curve CW 90.6 119 155 196 241.5 290 340 feet

Table 12
Inside Radius IR 65 feet
Width of Roadway RW 26 feet
Width of Median Med 24 feet
ID Check Point to Curve dir 90 feet
Curve Angle (deg) Theta 30 40 50 60 70 80 90 deg
Curve Traverse Time Trz Note 2.69 4.32 5.82 7.082 8.37 9.65 sec
ID Check to Barrier Traverse Time Tidb Note 3.68 5.65 7.07 8.509 9.89 11.2 sec
Center Line Radius of Curve CLR 78 78 78 78 78 78 78 feet
Distance through the Curve CD 163 218 272 327 381.2 436 490 feet
Length of Curve CL 156 201 239 270 293.2 307 312 feet
Width of Curve CW 118 149 187 232 281.3 334 388 feet
Note: This is essentially a straight path.

Table 13
Inside Radius IR 65 feet
Width of Roadway RW 38 feet
Width of Median Med 24 feet
ID Check Point to Curve dir 90 feet
Curve Angle (deg) Theta 30 40 50 60 70 80 90 deg
Curve Traverse Time Trz Note 1.56 3.64 5.31 6.848 8.08 9.39 sec
ID Check to Barrier Traverse Time Tidb Note 2.24 4.74 6.62 8.069 9.45 10.9 sec
Center Line Radius of Curve CLR 84 84 84 84 84 84 84 feet
Distance through the Curve CD 176 235 293 352 410.5 469 528 feet
Length of Curve CL 168 216 257 291 315.7 331 336 feet
Width of Curve CW 145 179 220 268 321.1 378 436 feet
Note: This is a straight path.



CURVES

Table 14
Inside Radius IR 130 feet
Width of Roadway RW 14 feet
Width of Median Med 24 feet
ID Check Point to Curve dir 90 feet
Curve Angle (deg) Theta 30 40 50 60 70 80 90 deg
Curve Traverse Time Trz 3.94 5.79 7.51 9.22 10.9 12.6 14.2 sec
ID Check to Barrier Traverse Time Tidb 5.09 6.95 8.74 10.5 12.16 13.8 15.5 sec
Center Line Radius of Curve CLR 137 137 137 137 137 137 137 feet
Distance through the Curve CD 287 383 478 574 669.5 765 861 feet
Length of Curve CL 274 352 420 475 515 540 548 feet
Width of Curve CW 125 180 248 326 412.6 505 600 feet

Table 15
Inside Radius IR 130 feet
Width of Roadway RW 26 feet
Width of Median Med 24 feet
ID Check Point to Curve dir 90 feet
Curve Angle (deg) Theta 30 40 50 60 70 80 90 deg
Curve Traverse Time Trz 2.85 5.04 7.02 8.77 10.52 12.2 14 sec
ID Check to Barrier Traverse Time Tidb 3.68 6.11 8.07 9.95 11.76 13.5 15.2 sec
Center Line Radius of Curve CLR 143 143 143 143 143 143 143 feet
Distance through the Curve CD 299 399 499 599 698.8 799 898 feet
Length of Curve CL 286 368 438 495 537.5 563 572 feet
Width of Curve CW 153 210 280 362 452.4 549 648 feet

Table 16
Inside Radius IR 130 feet
Width of Roadway RW 38 feet
Width of Median Med 24 feet
ID Check Point to Curve dir 90 feet
Curve Angle (deg) Theta 30 40 50 60 70 80 90 deg
Curve Traverse Time Trz 1.83 4.38 6.53 8.48 10.2 12 13.7 sec
ID Check to Barrier Traverse Time Tidb 2.42 5.34 7.63 9.54 11.35 13.2 15 sec
Center Line Radius of Curve CLR 149 149 149 149 149 149 149 feet
Distance through the Curve CD 312 416 520 624 728.2 832 936 feet
Length of Curve CL 298 383 457 516 560.1 587 596 feet
Width of Curve CW 180 239 313 398 492.2 593 696 feet
 



CURVES

Table 17
Inside Radius IR 205 feet
Width of Roadway RW 14 feet
Width of Median Med 24 feet
ID Check Point to Curve dir 90 feet
Curve Angle (deg) Theta 30 40 50 60 70 80 90 deg
Curve Traverse Time Trz 5.35 7.52 9.63 11.7 13.79 15.8 17.9 sec
ID Check to Barrier Traverse Time Tidb 6.38 8.54 10.7 12.8 14.87 16.9 19 sec
Center Line Radius of Curve CLR 212 212 212 212 212 212 212 feet
Distance through the Curve CD 444 592 740 888 1036 1184 1332 feet
Length of Curve CL 424 545 650 734 796.9 835 848 feet
Width of Curve CW 166 250 355 476 610 753 900 feet

Table 18
Inside Radius IR 205 feet
Width of Roadway RW 26 feet
Width of Median Med 24 feet
ID Check Point to Curve dir 90 feet
Curve Angle (deg) Theta 30 40 50 60 70 80 90 deg
Curve Traverse Time Trz 4.47 6.98 9.2 11.4 13.49 15.6 17.7 sec
ID Check to Barrier Traverse Time Tidb 5.32 7.98 10.2 12.4 14.56 16.7 18.8 sec
Center Line Radius of Curve CLR 218 218 218 218 218 218 218 feet
Distance through the Curve CD 457 609 761 913 1065 1218 1370 feet
Length of Curve CL 436 561 668 755 819.4 859 872 feet
Width of Curve CW 193 280 387 512 649.8 797 948 feet

Table 19
Inside Radius IR 205 feet
Width of Roadway RW 38 feet
Width of Median Med 24 feet
ID Check Point to Curve dir 90 feet
Curve Angle (deg) Theta 30 40 50 60 70 80 90 deg
Curve Traverse Time Trz 3.76 6.44 8.89 11 13.2 15.4 17.5 sec
ID Check to Barrier Traverse Time Tidb 4.53 7.37 9.89 12 14.24 16.4 18.6 sec
Center Line Radius of Curve CLR 224 224 224 224 224 224 224 feet
Distance through the Curve CD 469 626 782 938 1095 1251 1407 feet
Length of Curve CL 448 576 686 776 842 882 896 feet
Width of Curve CW 220 310 420 548 689.5 840 996 feet
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Appendix E
                                            Sample Cost Estimates ($000)

POV Truck
Note 1 Note 2

Site Work (Note 3)
Paving $416 $475
Landscaping $12 $9
Passive Barriers $354 $431

                                 Subtotal $782 $915
Miscellaneous
Active Barriers (Note 4) $360 $130
Traffic Control - Signs, Signals, Sensors, 
& Striping $48 $48
Elec Pwr, Ltg, & Conduit $362 $362
CCTV $71 $71
Diesel Generator $62 $62

                                 Subtotal $903 $673
Buildings
VCC - Dwg A1.01 $234  
Gatehouse - Dwg A1.02 $220 $220
Guard Booth (2) - Dwg A1.03 $45  
Ped Guard Booth - Dwg A1.03 $65  
Overwatch Pos - Dwg A1.03 $32 $32
Search Office - (Note 5) $270 $270
ID Check Canopy - Dwg A1.06 $177  
Pass Search Canopy - Dwg A1.07 $39  
Truck Search Canopy - Dwg A1.07 $56
                                 Subtotal $1,082 $578
                                  Total Cost $2,767  $2,166

Notes:
1 Reference Drawing C3.02 for POV Only Primary or Secondary ACP. 
2 Reference Drawing C3.06 for Truck Only Primary or Secondary ACP. 
3 Sitework for the POV Only ACP is based on an Approach Zone length of 230', an

Access Control Zone length of 255', and a Response Zone length of 565'. Sitework
for the Truck Only ACP is based on an Approach Zone of 580', an Access Control
Zone of 560', and a Response Zone of 565'.

4 Barrier costs are for 4 barriers in the POV Only ACP and 2 barriers in the Truck
Only ACP.

5 Reference Drawings A1.04 and A1.05. Search Office Costs shown here are for the 
"Search Office With Package Scanner and Metal Detector" option shown on 
Drawing A1.04.  Costs for the Search Building options shown on Drawing A1.05 are
$128,000 for the "Search Office W/O Package Scanner and Metal Detector" option 
and $6,000 for the "Search Area Shelter" option.  

6 Cost estimate does not include cost growth, contingencies, SIOH, or 
contractor's mark-up.
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 APPENDIX F

                                     ELECTRICAL DATA

LOCATION DESCRIPTION

SECTION 
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APPROACH ZONE
UPPER APPROACH ZONE 
LIGHTING FIXTURE 22.A YES YES 4 460 1,840 YES

APPROACH ZONE
UPPER APPROACH ZONE 
LIGHTING FIXTURE 22.A YES YES 10 288 2,880 YES

APPROACH ZONE
UPPER APPROACH ZONE 
SPEED DETECTION 28.F.4 YES YES YES 1 1,200 1,200 YES

APPROACH ZONE
UPPER APPROACH ZONE 
WRONG WAY DETECTION 28.F.4 YES YES YES 1 1,200 1,200 YES

SECONDARY ISLAND X2.1 YES YES YES 1 1,200 1,200 YES
SECONDARY ISLAND OVERHEIGHT SIGN 29.D YES YES 1 1,200 1,200

SECONDARY ISLAND
LANE-2 LEFT 
OVERHEIGHT SIGN 29.D YES YES 1 1,200 1,200

SECONDARY ISLAND
LANE-3 LEFT 
OVERHEIGHT SIGN 29.D YES YES 1 1,200 1,200

SECONDARY ISLAND
LANE-4 LEFT 
OVERHEIGHT SIGN 29.D YES YES 1 1,200 1,200

SECONDARY ISLAND OVERHEIGHT DETECTION 29.D YES YES 1 240 240 YES

ACCESS CONTROL ZONE
CAMERA - LANE 1 DRIVER,
VEHICLE, AND GUARD 23.A/B YES YES YES 1 70 70 YES

ACCESS CONTROL ZONE
CAMERA - LANE 1 
LICENSE 22.D YES YES YES 1 70 70 YES

ACCESS CONTROL ZONE
CAMERA - LANE 2 DRIVER,
VEHICLE, AND GUARD 23.A/B YES YES YES 1 70 70 YES

ACCESS CONTROL ZONE
CAMERA - LANE 2 
LICENSE 22.D YES YES YES 1 70 70 YES

ACCESS CONTROL ZONE
CAMERA - LANE 3 DRIVER,
VEHICLE, AND GUARD 23.A/B YES YES YES 1 70 70 YES

ACCESS CONTROL ZONE
CAMERA - LANE 3 
LICENSE 22.D YES YES YES 1 70 70 YES

ACCESS CONTROL ZONE
CAMERA - LANE 4 DRIVER,
VEHICLE, AND GUARD 23.A/B YES YES YES 1 70 70 YES

ACCESS CONTROL ZONE
CAMERA - LANE 4 
LICENSE 22.D YES YES YES 1 70 70 YES

ACCESS CONTROL ZONE
CAMERA - PEDESTRIAN 
AND GUARD X3.2 YES YES YES 1 70 70 YES

ACCESS CONTROL ZONE
CAMERA - UPPER 
APPROACH ZONE 23.A YES YES YES 1 70 70 YES

ACCESS CONTROL ZONE
GUARD BOOTH-1 
COMPUTER 14.C YES YES YES 1 816 816 YES

ACCESS CONTROL ZONE
GUARD BOOTH-1 
EXTERIOR RECEPTACLE 14.B YES 2 600 1,200

ACCESS CONTROL ZONE
GUARD BOOTH-1 
GENERAL RECEPTACLE 14.C YES 2 180 360

ACCESS CONTROL ZONE GUARD BOOTH-1 HVAC 14.A YES 1 93 93 YES



ACCESS CONTROL ZONE

GUARD BOOTH-1 
INTRUSION DETECTION 
PANEL 26.B YES YES YES 1 240 240 YES

ACCESS CONTROL ZONE
GUARD BOOTH-1 
LIGHTING FIXTURE X3.1 YES YES 1 73.6 74 YES

ACCESS CONTROL ZONE
GUARD BOOTH-2 
COMPUTER 14.C YES YES YES 1 816 816 YES

ACCESS CONTROL ZONE
GUARD BOOTH-2 
EXTERIOR RECEPTACLE 14.B YES 2 600 1,200

ACCESS CONTROL ZONE
GUARD BOOTH-2 
GENERAL RECEPTACLE 14.C YES 2 180 360

ACCESS CONTROL ZONE GUARD BOOTH-2 HVAC 14.A YES 1 93 93 YES

ACCESS CONTROL ZONE

GUARD BOOTH-2 
INTRUSION DETECTION 
PANEL 26.B YES YES YES 1 240 240 YES

ACCESS CONTROL ZONE
GUARD BOOTH-2 
LIGHTING FIXTURE X3.1 YES YES 1 73.6 74 YES

ACCESS CONTROL ZONE
GUARD BOOTH-3 
COMPUTER 14.C YES YES YES 1 816 816 YES

ACCESS CONTROL ZONE
GUARD BOOTH-3 
EXTERIOR RECEPTACLE 14.B YES 2 600 1,200

ACCESS CONTROL ZONE
GUARD BOOTH-3 
GENERAL RECEPTACLE 14.C YES 2 180 360

ACCESS CONTROL ZONE GUARD BOOTH-3 HVAC 14.A YES 1 93 93 YES

ACCESS CONTROL ZONE

GUARD BOOTH-3 
INTRUSION DETECTION 
PANEL 26.B YES YES YES 1 240 240 YES

ACCESS CONTROL ZONE
GUARD BOOTH-3 
LIGHTING FIXTURE X3.1 YES YES 1 73.6 74 YES

ACCESS CONTROL ZONE
GUARD BOOTH-4 
COMPUTER 14.C YES YES YES 1 816 816 YES

ACCESS CONTROL ZONE
GUARD BOOTH-4 
EXTERIOR RECEPTACLE 14.B YES 2 600 1,200

ACCESS CONTROL ZONE
GUARD BOOTH-4 
GENERAL RECEPTACLE 14.C YES 2 180 360

ACCESS CONTROL ZONE GUARD BOOTH-4 HVAC 14.A YES 1 93 93 YES

ACCESS CONTROL ZONE

GUARD BOOTH-4 
INTRUSION DETECTION 
PANEL 26.B YES YES YES 1 240 240 YES

ACCESS CONTROL ZONE
GUARD BOOTH-4 
LIGHTING FIXTURE X3.1 YES YES 1 73.6 74 YES

ACCESS CONTROL ZONE
ID CHECK AREA CANOPY 
LIGHTING FIXTURE 22.B/C YES YES 22 250 5,500 YES

ACCESS CONTROL ZONE
LANE-1 RIGHT 
OVERHEIGHT SIGN 29.D YES YES 1 1,200 1,200

ACCESS CONTROL ZONE LANE-1 TRAFFIC ARM X3.3 YES YES YES 1 760 760

ACCESS CONTROL ZONE
LANE-2 RIGHT 
OVERHEIGHT SIGN 29.D YES YES 1 1,200 1,200

ACCESS CONTROL ZONE LANE-2 TRAFFIC ARM X3.3 YES YES YES 1 760 760

ACCESS CONTROL ZONE
LANE-3 RIGHT 
OVERHEIGHT SIGN 29.D YES YES 1 1,200 1,200

ACCESS CONTROL ZONE LANE-3 TRAFFIC ARM X3.3 YES YES YES 1 760 760

ACCESS CONTROL ZONE
LANE-4 RIGHT 
OVERHEIGHT SIGN 29.D YES YES 1 1,200 1,200

ACCESS CONTROL ZONE LANE-4 TRAFFIC ARM X3.3 YES YES YES 1 760 760

ACCESS CONTROL ZONE
PEDESTRIAN GUARD 
BOOTH COMPUTER 14.C YES YES YES 1 816 816 YES



ACCESS CONTROL ZONE

PEDESTRIAN GUARD 
BOOTH EXTERIOR 
RECEPTACLE 14.B YES 2 600 1,200

ACCESS CONTROL ZONE

PEDESTRIAN GUARD 
BOOTH GENERAL 
RECEPTACLE 14.C YES 2 180 360

ACCESS CONTROL ZONE
PEDESTRIAN GUARD 
BOOTH HVAC 14.A YES 1 541 541 YES

ACCESS CONTROL ZONE

PEDESTRIAN GUARD 
BOOTH INTRUSION 
DETECTION PANEL 26.B YES YES YES 1 240 240 YES

ACCESS CONTROL ZONE

PEDESTRIAN GUARD 
BOOTH LIGHTING 
FIXTURE X3.1 YES YES 3 73.6 221 YES

ACCESS CONTROL ZONE

UPPER ACCESS 
CONTROL ZONE LIGHTING
FIXTURES 22.B/C YES YES 7 460 3,220 YES

ACCESS CONTROL ZONE

UPPER ACCESS 
CONTROL ZONE LIGHTING
FIXTURES 22.B/C YES YES 3 288 864 YES

GATEHOUSE
ACTIVE BARRIER 
CONTROL PANEL 20.F.1/2 YES YES YES 1 600 600 YES

GATEHOUSE CAMERA - ID CHECK AREA 23.A YES YES YES 1 70 70 YES

GATEHOUSE

GATEHOUSE CCTV 
DIGITAL VIDEO 
RECORDER 23.E/F YES YES YES 1 600 600 YES

GATEHOUSE
GATEHOUSE CCTV 
MONITOR 23.E/F YES YES YES 2 216 432 YES

GATEHOUSE
GATEHOUSE CCTV 
MULTIPLEXER 23.E/F YES YES YES 1 600 600 YES

GATEHOUSE
GATEHOUSE CCTV 
SWITCH 23.E/F YES YES YES 1 600 600 YES

GATEHOUSE GATEHOUSE COMPUTER 13.H YES YES YES 1 816 816 YES

GATEHOUSE GATEHOUSE COMPUTER 13.H YES YES YES 1 816 816 YES

GATEHOUSE
GATEHOUSE DURESS 
CONTROL PANEL YES YES YES 1 600 600 YES

GATEHOUSE
GATEHOUSE EXTERIOR 
RECEPTACLES 13.G YES 1 600 600

GATEHOUSE
GATEHOUSE EXTERIOR 
RECEPTACLES 13.G YES 1 600 600

GATEHOUSE
GATEHOUSE EXTERIOR 
RECEPTACLES 13.G YES 1 600 600

GATEHOUSE
GATEHOUSE EXTERIOR 
RECEPTACLES 13.G YES 1 600 600

GATEHOUSE
GATEHOUSE GENERAL 
RECEPTACLES 13.H YES 3 180 540

GATEHOUSE
GATEHOUSE GENERAL 
RECEPTACLES 13.H YES 3 180 540

GATEHOUSE
GATEHOUSE HAND 
DRYER YES 1 1,200 1,200 YES

GATEHOUSE GATEHOUSE HVAC 13.B YES 1 1836 1,836 YES

GATEHOUSE
GATEHOUSE INTRUSION 
DETECTION PANEL YES YES YES 1 600 600 YES

GATEHOUSE
GATEHOUSE LIGHTING 
FIXTURE X4.1 YES YES 11 73.6 810 YES



GATEHOUSE

GATEHOUSE 
OVERHEIGHT CONTROL 
PANEL YES YES 1 600 600 YES

GATEHOUSE
GATEHOUSE SPEED 
CONTROL PANEL YES YES YES 1 600 600 YES

GATEHOUSE
GATEHOUSE WATER 
COOLER 13.C YES 1 325 325 YES

GATEHOUSE
GATEHOUSE WRONG 
WAY CONTROL PANEL YES YES YES 1 600 600 YES

RESPONSE ZONE AND 
FINAL BARRIER ACTIVE BARRIER-1 20.A YES YES YES 1 3,640 3,640
RESPONSE ZONE AND 
FINAL BARRIER ACTIVE BARRIER-2 20.A YES YES YES 1 3,640 3,640
RESPONSE ZONE AND 
FINAL BARRIER ACTIVE BARRIER-3 20.A YES YES YES 1 3,640 3,640
RESPONSE ZONE AND 
FINAL BARRIER ACTIVE BARRIER-4 20.A YES YES YES 1 3,640 3,640

RESPONSE ZONE AND 
FINAL BARRIER

CAMERA - ACTIVE 
BARRIERS AND 
OVERWATCH 23.A YES YES YES 1 70 70 YES

RESPONSE ZONE AND 
FINAL BARRIER

UPPER RESPONSE ZONE 
AND BARRIER LIGHTING 
FIXTURE 22.A YES YES 5 460 2,300 YES

RESPONSE ZONE AND 
FINAL BARRIER

UPPER RESPONSE ZONE 
AND BARRIER LIGHTING 
FIXTURE 22.A YES YES 6 288 1,728 YES

RESPONSE ZONE AND 
FINAL BARRIER

UPPER RESPONSE ZONE 
SIGN 20.E.1 YES YES YES 2 1200 2,400

RESPONSE ZONE AND 
FINAL BARRIER

UPPER RESPONSE ZONE 
TRAFFIC ARM 20.E.1 YES YES YES 2 760 1,520

OVERWATCH POSITION
OVERWATCH BUILDING 
COMPUTER 18.A.3 YES YES YES 1 816 816 YES

OVERWATCH POSITION
OVERWATCH BUILDING 
GENERAL RECEPTACLES 18.A.3 YES 4 180 720

OVERWATCH POSITION
OVERWATCH BUILDING 
HVAC 18.A.2 YES 1 434 434 YES

OVERWATCH POSITION

OVERWATCH BUILDING 
INTRUSION DETECTION 
PANEL 26.B YES YES YES 1 240 240 YES

OVERWATCH POSITION
OVERWATCH BUILDING 
LIGHTING FIXTURE X6.2 YES YES 3 73.6 221 YES

VISITOR CONTROL 
CENTER LIGHTING FIXTURE X7.4 YES YES 3 288 864 YES
VISITOR CONTROL 
CENTER LIGHTING FIXTURE X7.4 YES YES 4 460 1,840 YES
VISITOR CONTROL 
CENTER VCC COFFEE MAKER YES 1 1680 1,680 YES
VISITOR CONTROL 
CENTER VCC COMPUTER X7.3 YES YES YES 1 816 816 YES
VISITOR CONTROL 
CENTER VCC COMPUTER X7.3 YES YES YES 1 816 816 YES
VISITOR CONTROL 
CENTER VCC COMPUTER 21.D YES YES YES 1 816 816 YES
VISITOR CONTROL 
CENTER VCC COMPUTER 21.D YES YES YES 1 816 816 YES
VISITOR CONTROL 
CENTER

VCC EXTERIOR 
RECEPTACLE X7.2 YES 1 600 600



VISITOR CONTROL 
CENTER

VCC GENERAL 
RECEPTACLES X7.3 YES 3 180 540

VISITOR CONTROL 
CENTER

VCC GENERAL 
RECEPTACLES X7.3 YES 3 180 540

VISITOR CONTROL 
CENTER

VCC GENERAL 
RECEPTACLES X7.3 YES 3 180 540

VISITOR CONTROL 
CENTER

VCC GENERAL 
RECEPTACLES X7.3 YES 3 180 540

VISITOR CONTROL 
CENTER

VCC GENERAL 
RECEPTACLES X7.3 YES 3 180 540

VISITOR CONTROL 
CENTER

VCC GENERAL 
RECEPTACLES X7.3 YES 3 180 540

VISITOR CONTROL 
CENTER VCC HAND DRYER YES 1 1,200 1,200
VISITOR CONTROL 
CENTER VCC HAND DRYER YES 1 1,200 1,200
VISITOR CONTROL 
CENTER VCC HAND DRYER YES 1 1,200 1,200
VISITOR CONTROL 
CENTER VCC HVAC X7.1 YES 1 4652 4,652 YES
VISITOR CONTROL 
CENTER

VCC INTRUSION 
DETECTION PANEL YES YES YES 1 600 600 YES

VISITOR CONTROL 
CENTER VCC LIGHTING FIXTURE YES YES 27 73.6 1,987 YES
VISITOR CONTROL 
CENTER VCC MICROWAVE OVEN YES 1 1550 1,550
VISITOR CONTROL 
CENTER VCC REFRIGERATOR YES 1 528 528 YES
VISITOR CONTROL 
CENTER VCC WATER COOLER 21.G YES 1 325 325 YES

SEARCH AREA AND 
OFFICE

CAMERA - GUARD, 
DRIVER, AND VEHICLE OF 
POV SEARCH 23.A/C YES YES YES 1 70 70 YES

SEARCH AREA AND 
OFFICE CAMERA - SEARCH 23.A YES YES YES 1 70 70 YES
SEARCH AREA AND 
OFFICE LIGHTING FIXTURE 22.B/C YES YES 16 288 4,608 YES
SEARCH AREA AND 
OFFICE LIGHTING FIXTURE 22.B/C YES YES 1 460 460 YES
SEARCH AREA AND 
OFFICE

POV SEARCH TRAFFIC 
ARM X8.3 YES YES YES 1 760 760

SEARCH AREA AND 
OFFICE

SEARCH AREA CANOPY 
LIGHTING FIXTURE 22.B/C YES YES 45 250 11,250 YES

SEARCH AREA AND 
OFFICE

SEARCH OFFICE ACCESS 
CONTROL CONTROL 
PANEL 26.B YES YES YES 1 600 600 YES

SEARCH AREA AND 
OFFICE

SEARCH OFFICE COFFEE 
MAKER YES 1 1,680 1,680 YES

SEARCH AREA AND 
OFFICE

SEARCH OFFICE 
COMPUTER 17.I YES YES YES 1 816 816 YES

SEARCH AREA AND 
OFFICE

SEARCH OFFICE 
COMPUTER 17.I YES YES YES 1 816 816 YES

SEARCH AREA AND 
OFFICE

SEARCH OFFICE 
COMPUTER 17.M YES YES YES 1 816 816 YES

SEARCH AREA AND 
OFFICE

SEARCH OFFICE 
COMPUTER 17.H YES YES YES 1 816 816 YES

SEARCH AREA AND 
OFFICE

SEARCH OFFICE 
COMPUTER 17.H YES YES YES 1 816 816 YES



SEARCH AREA AND 
OFFICE

SEARCH OFFICE 
GENERAL RECEPTACLES 17.I YES 3 180 540

SEARCH AREA AND 
OFFICE

SEARCH OFFICE 
GENERAL RECEPTACLES 17.I YES 3 180 540

SEARCH AREA AND 
OFFICE

SEARCH OFFICE 
GENERAL RECEPTACLES 17.I YES 3 180 540

SEARCH AREA AND 
OFFICE

SEARCH OFFICE 
GENERAL RECEPTACLES 17.I YES 3 180 540

SEARCH AREA AND 
OFFICE

SEARCH OFFICE 
GENERAL RECEPTACLES 17.I YES 3 180 540

SEARCH AREA AND 
OFFICE

SEARCH OFFICE 
GENERAL RECEPTACLES 17.I YES 3 180 540

SEARCH AREA AND 
OFFICE

SEARCH OFFICE HAND 
DRYER YES 1 1,200 1,200

SEARCH AREA AND 
OFFICE SEARCH OFFICE HVAC 17.A YES 1 4,652 4,652 YES
SEARCH AREA AND 
OFFICE

SEARCH OFFICE 
LIGHTING FIXTURE X8.1 YES YES 27 73.6 1,987 YES

SEARCH AREA AND 
OFFICE

SEARCH OFFICE METAL 
DETECTOR 17.K YES YES 1 600 600

SEARCH AREA AND 
OFFICE

SEARCH OFFICE 
MIRCOWAVE OVEN 17.G YES 1 1550 1,550

SEARCH AREA AND 
OFFICE

SEARCH OFFICE 
REFRIGERATOR 17.G YES 1 528 528 YES

SEARCH AREA AND 
OFFICE

SEARCH OFFICE TAMPER 
SWITCH CONTROL PANEL YES YES YES 1 600 600 YES

SEARCH AREA AND 
OFFICE

SEARCH OFFICE WATER 
COOLER 17.G YES 1 325 325 YES

SEARCH AREA AND 
OFFICE SEARCH OFFICE X RAY 17.K YES YES 1 600 600

COMMERCIAL VEHICLE 
SEARCH AREA

CAMERA - GUARD, 
DRIVER, & VEHICLE OF 
TRUCK SEARCH 23.A/C YES YES YES 1 70 70 YES

COMMERCIAL VEHICLE 
SEARCH AREA LIGHTING FIXTURE 22.B/C YES YES 9 288 2,592 YES
COMMERCIAL VEHICLE 
SEARCH AREA LIGHTING FIXTURE 22.B/C YES YES 11 460 5,060 YES
COMMERCIAL VEHICLE 
SEARCH AREA

TRUCK SEARCH TRAFFIC 
ARM X9.1 YES YES YES 1 760 760

CARGO AND VEHICLE 
INSPECTION SYSTEM AREA

CARGO AND VEHICLE 
INSPECTION SYSTEM YES 1 100,000 100,000 YES

UTILITY/GENERATOR/UPS TOTAL CONNECTED VA

TOTAL 
DEMAND 
VA

UTILITY 258,258 197,438
GENERATOR 112,200 78,360
UPS 50,034 26,994
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Symbols for Traffic Control Layouts

Traffic Safety Engineering For Force Protection

Note:  Sheets show a typical 4-lane divided roadway on a straight section.  Similar controls would exist for a two-lane, two-way roadway.  In the 4-lane divided examples, median and 
shoulder guardrail or longitudinal barriers are assumed to be in place (not shown).  The primary objective is to show traffic control devices on a conceptual layout.  

In all situations, lane barrier curbs exist instead of pavement markings shown.  The detailed sheet shows a 3 lane inbound roadway with the barrier islands.  Roadway islands need to 
separate lanes for security, control, barrier signal operations, and placement of signs, signals, and beam sensors.  Under roadway drainage must be designed with the roadway islands.

Red In-Roadway Lights that flash red when barrier is activated.  
For use when barriers do not contain lights at activation.

Symbol for barrier to deploy up from lane or across roadway.  

Red zone quadrupole inductive loop detector (6’ X L’), with L 
being 6 feet beyond Stop line to 4 feet in advance of active 
barrier that provides input to the lane barrier signal operation.

One or more induction loop detectors that provide input to the 
microprocessor controller for lane barrier signal operations for
the following functions:  (1) One or more loops extending back 
from Stop line that detect presence of vehicles at or near Stop 
line, and (2) loop that provides input confirmation that vehicle
has cleared the active barrier.

Post mounted sign on shoulder, lane island, or in median.

Traffic Gate Arm in the down horizontal position with flashing 
red lights when barrier deployment command has been initiated 
by guard pressing a button or by other automated means.

Electronic beam lane sensors that provide input to the lane 
barrier signal operation for low metal-mass vehicles such as 
scooters, motorcycles, mopeds and bicycles.

Queue quadrupole loop detector (6’ X 20’) about 80 feet inbound 
from checkpoint to provide lane barrier signal preemption 
capability for a preset time to clear the pocket of secured vehicles 
between the queue loop detector and signal Stop line.

or



SDDCTEA Recommended Concept Plan for Lane Barrier Signal Operation (Limited Real Estate Response Zone)

Gate and 
Guardhouse

INBOUND

OUTBOUND

180’

(2)

(2)
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(2)

A
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250’280’
25’

B

A

(2)
100’ 25’

A

A

B – Logic, Video, and other Detection methods and alarms are available to detect a vehicle traveling the 
wrong direction (in on out-bound side) with automatic traffic control devices response such as vertically 
aligned, red beacons (not shown above) start alternating flash on the DO NOT ENTER and WRONG 
WAY signs prior to outbound barriers being fully deployed from guard response.  

Traffic Safety Engineering For Force Protection

Notes:

1.  Concept drawing is Not To Scale.

2.  Actual sign placements shall be based on MUTCD, local conditions, geometry, roadway islands, other 
traffic control devices, landscape, roadside features, etc.

3.  Detection loops (1, 2, 3, and 4) per lane, detection queue loop 5 in each inbound lane, and electronic 
beam lane sensors (6, 7, and 8) per lane, their operability, and logic shall be operated and monitored by a 
microprocessor controller similar to traffic control signal controller.  See next sheets for details.

4.  Pavement defined by DO NOT STOP IN RED ZONE sign consists of red textured pavement by 
aggregate or other means to indicate area (about one car length) that needs to be kept free of vehicles, 
vehicle backups, etc.

5.  Lane Barrier Signal normally displays circular red.  When beam sensor 6 or loop 2 are activated and 
barrier button has not been pressed, then circular green is given after a preset delay (adjustable) and turns 
back to red when beam sensor 7 or loop 3 are activated.  Signal remains red when beam sensor 6 or loop 2 
are activated and barrier button has been pressed.  Beam sensor 8 or Loop 4 provide confirmation that 
vehicles have cleared the red zone prior to barrier deployment.

6.  Detection loop 5 shall preempt the microprocessor controller for a preset time (adjustable) after it detects 
vehicle presence for 15 seconds (adjustable).  The preset preemption time is the time required to clear the 
number of guard approved vehicles stopped between the Stop line and Queue loop detector 5.

1

2 31
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7 6
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one down-right 
arrow (median)
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SDDCTEA Recommended Concept Plan for Lane Barrier Signal Operation (Limited Real Estate Response Zone)

Basic Layout Operation:

1.  Road users warned of ACTIVE BARRIER and distance (Advance Warning Sign).

2.  Motorists come to complete stop at the Lane Barrier Signal that normally displays a circular red at 24” Thermoplastic Stop Line.  Military Police shall periodically monitor 
motorists compliance with the lane barrier signal and stopping at Stop line on the circular red and prior to red zone.  Red zone is red textured pavement or other acceptable means.

3.  Motorists told ONE VEHICLE PER GREEN (Regulatory Sign below Lane Barrier Signal).  If barrier button has not been pressed, the green signal is given when detection 
loops 1 or 2 detect presence for 2 seconds (adjustable) or lane sensor number 6 beam has been broken (with adjustable delay).  Lane control signal reverts back to normally red after 
loop 3 is activated or after beam sensor 7 is broken.  All times shall be adjustable. 

4.  Steady green LED lights at the guardhouse shall indicate the satisfactory operation of each individual loop detector and beam sensor.  Similarly, LED light(s) shall flash red for 
the specific loop or beam sensor that fails or is offline with the microprocessor controller.  The lane barrier signal operation shall safeguard innocent road users at the active barriers.

5.  Upon guard activation of lane barrier, lane control signal shall “hold” circular red.  Traffic Gate Arm is flashed and lowered after delay.  Active barriers shall not deploy until after 
loops 3 and 4 are cleared of vehicles and after beam sensors 8 has cleared following an adjustable delay after beam sensor 7 activation.  See beam sensor and loop table. 

6.  Use red color pavement (aggregate instead of paint) from 2 feet forward of the Stop line to 10 feet beyond the pop-up barrier.  Install DO NOT STOP IN RED ZONE Sign 
(Regulatory).

7.  The following controls prevent vehicles extending into red zone:  (1) Normally Red Lane Barrier Signal, (2) Stop Line, (3) DO NOT STOP IN RED ZONE, and (4) Traffic 
Gate Arm location.

Traffic Safety Engineering For Force Protection

Normal Position – Upright, no lights flashing.  Sign 
shall be mounted such that approaching motorists have 

full view of gate arm and lights.

Barrier Activated Position – Gate arm horizontal with 
red flashing lights to extend across the lane of travel.

Operation shall be similar to Railroad Crossings except 
as modified herein.

A

For left lane (median) 
application, gate arm is 
on right side and sign 
is on left side of pole.

B

3-Section Programmed 
Visibility Signals to the 

applicable lane

Electronic Blank-out Signs – If electronic blank-out signs are 
used, then legend shall be white on a black or opaque background.  
The ONE VEHICLE PER GREEN sign shall illuminate message 
only when the circular red and green operate in the “metering for 
security” mode.  If blank-out, the PROCEED WITH CAUTION 
ON FLASHING YELLOW sign shall be modified to PROCEED 
WITH CAUTION.  The latter message shall illuminate only when 
the circular yellow is flashing.  Circular yellow is used for (1) 
Queue Preemption to clear approved vehicles in a backup, (2) 
system start-up, (3) low-threat conditions, and (4) other situations 
per the Commanding Officer. 

B

3-Section Programmed 
Visibility Signals to the 

applicable lane

Static Signs – Signs 
below signal shall be 
black legend on white 
background.  



Traffic Safety Engineering For Force Protection

SDDCTEA Recommended Concept Plan for Lane Barrier Signal Operation (Limited Real Estate Response Zone)

Lane Barrier Island

Median

Inner Lane

Center Lane

Outside Lane

25’

5 1 2 43

5 1 2 43

5 1 2 43

6 7 8
A

A

A

B

B

B

35’

Red Zone extends 2’ 
beyond 6’ X 6’ loop 

detector No. 4

Note: Signs and signals shown from 
left shoulder to island between center 
and outside lanes since the driver’s 
position/view is closer to this side of 
each lane.

Inbound Layout Detail

Painted Edgelines

Curb and Gutter

Lane Barrier Island

Roadway drainage shall 
be provided for each lane



SDDCTEA Recommended Concept Plan for Lane Barrier Signal Operation (Limited Real Estate Response Zone)

Traffic Safety Engineering For Force Protection

Loop Detector and Signal Operation:

1.  Loops 1, 2, 3, 4, and 5 shall operate in the presence mode. Loop No. 5 operates as 
a queue detector.

2.  Barrier Close Suppression Logic – When guards initiate a barrier “Emergency Fast 
Operate” command to close the barriers, each barrier’s “close” circuit will be 
suppressed until the Lane Control Signal in that barrier’s lane is circular red and loop 
detectors 3 and 4 and break beam sensors 7 and 8 in that barrier’s lane do not detect a 
vehicle.  In the case of break beam 7, the logic will include an adjustable time delay 
after break beam 7 drops out to hold the suppression circuit for the time delay.  This 
time delay will allow a small vehicle (e.g., a bicycle), which may not have been 
detected by the loops, to proceed safely beyond the barrier if the barrier “Emergency 
Fast Operate” command was initiated right after the bicycle passed break beam 7.  See 
“Loop Detection and Beam Sensor Priority Control During Preemption” table next 
sheet.

3.  The microprocessor controller shall meet NEMA standards for timing, preemption, 
and detector capabilities.  The basic operation is lane metering for threat response of 
each lane separately (having barrier island) with two preemption capabilities:

a.)  Normal Operation – Normal operation is circular red signal in each lane with a 
circular green given after an adjustable delay on loops 1 and 2 (typically just enough 
for the vehicle to come to a complete stop) or beam sensor 6 is broken.  The signal 
reverts back to red when loop 3 detects presence or beam sensor 7 is broken. 

b.) Barrier Deployment Preemption – Barrier deployment preemption is initiated 
by gatehouse or checkpoint guards pressing a button.  Lane barrier signals are 
preempted for lane barrier deployment according to the logic shown in the table. 

c.)  Queue Preemption during Peak Demand Periods – Queue detector preemption 
is initiated after loop 5 detects constant presence for a preset adjustable time (for 
example 15 seconds).  Lane barrier signal shall go to flashing yellow for a preset time 
to clear vehicles between loop 5 and the Stop line.  After the preset (adjustable) 
preemption time expires, the signal shall time 4 seconds of steady circular yellow 
before going to circular red, and then to standard lane barrier signal metering 
operation.  

d.)  Barrier Deployment During Queue Preemption – If guards initiate the 
“Emergency Fast Operate” command during queue preemption, the lane control signal 
shall change from flashing “Yellow” to solid “Yellow” for 3 seconds and then to solid 
“Red” for 2 second.  When lane barrier signal is red (hold),  the sequence shall follow 
“Clear to Barrier Preemption” shown in the chart.  The barrier “close” circuit shall be 
suppressed in accordance with the table and clearance sequence chart.

SAFETY CONTROLS (separately for each lane)

Automatic Gate Barrier Lights

L – 1 & 2 
or BB – 6 

L – 3 or 
BB – 7 

L – 4 or 
BB – 8 

Normal State - - - Dark Upright Dark Dark Down

X Red (hold), 0 N N N FR Start Down FR R Start Up

Red (hold), 1 Y or N N N FR Going Down FR R Going Up

Red (hold), 2 Y or N N N FR Going Down FR R Going Up

Red (hold), 3 Y or N N N FR Down FR R Up

X Red (hold), 0 N N Y FR Upright FR R Down

X Red (hold), 0 N Y Y FR Upright Dark Dark Down

X Red (hold), 0 Y Y Y or N Dark Upright Dark Dark Down

Red (hold), 7 Y or N N N FR Down FR R Up

Red (hold), 1 Y or N Y Y or N Dark Upright Dark Dark Down

Red (hold), 2 Y or N Y or N Y FR Upright Dark Dark Down

Red (hold), 3 Y or N N Y FR Upright FR R Down

Red (hold), 4 Y or N N N FR Start Down FR R Start Up

Red (hold), 5 Y or N N N FR Going Down FR R Going Up

Red (hold), 6 Y or N N N FR Going Down FR R Going Up

Red (hold), 1 Y or N N Y FR Upright FR R Down

Red (hold), 2 Y or N N N FR Start Down FR R Start Up

Red (hold), 3 Y or N N N FR Going Down FR R Going Up

Red (hold), 4 Y or N N N FR Going Down FR R Going Up

Red (hold), 5 Y or N N N FR Down FR R Up

Red (hold), 1 Y or N N N FR Start Down FR R Start Up

Red (hold), 2 Y or N N N FR Going Down FR R Going Up

Red (hold), 3 Y or N N N FR Going Down FR R Going Up

Red (hold), 4 Y or N N N FR Down FR R UP

Lights Arm
Pavement 

or 
Barrier

Post 
Mounted

Vehicle Presence on Loop (L) or 
Beam Sensor Broken  (BB) Barrier 

Status

Barrier 
Activated 
Regard-
less of 

Reason 
T=0

Signal Color 
Time After 
Activation, 
T = 0, 1, 2, 
3, 4, 5, 6, 7, 

8, 9
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SAFETY CONTROLS

Automatic Gate Barrier Lights

L – 1 & 2 
or BB – 6 

L – 3 or 
BB – 7 

L – 4 or 
BB – 8 

Normal State - - - Dark Upright Dark Dark Down

X Green, 0 Y Y or N Y or N Dark Upright Dark Dark Down

Red (hold), 7 Y or N N N FR Down FR R Up

Red (hold), 1 Y or N Y Y or N Dark Upright Dark Dark Down

Red (hold), 2 Y or N Y or N Y FR Upright Dark Dark Down

Red (hold), 3 Y or N N Y FR Upright FR R Down

Red (hold), 4 Y or N N N FR Start Down FR R Start Up

Red (hold), 5 Y or N N N FR Going Down FR R Going Up

Red (hold), 6 Y or N N N FR Going Down FR R Going Up

Lights Arm
Pavement 

or 
Barrier

Post 
Mounted

Vehicle Presence on Loop (L) or 
Beam Sensor Broken  (BB) Barrier 

Status

Barrier 
Activated 
Regard-
less of 

Reason 
T=0

Signal Color 
Time After 
Activation, 
T = 0, 1, 2, 
3, 4, 5, 6, 7, 

8, 9

Cont.

Beam 8 Governs and times one second passage (adjustable) after each beam 8 reconnects.  
Additional breaks of beam 8 resets passage time.

Bicycle, Moped, scooter, etc.Beam 8 broken following 
Beam 7

No call on 4

Beam 8 Governs and times one second passage (adjustable) after each beam 8 reconnects.  
Additional breaks of beam 8 resets passage time of one second.

False Call (bird, animal, 
leaf,weather, etc.)

Beam 8 broken following 
no breaks of Beam 7

No call on 4

Loop GovernsMotor VehicleBeam 8 brokenPresence on 4

Beam Sensor 7 governs and times 3 seconds passage (adjustable) after beam 7 reconnects.  
Additional breaks of beam 7 resets passage time.  If Beam 8 is not broken within 5 

seconds (adjustable), the call is assumed false (bird, animal, leaf, weather, etc.) and the 
barrier deploys.

Bicycle, Moped, scooter, etc.Beam 7 brokenNo call on 3

Loop GovernsMotor vehicleBeam 7 brokenPresence on 3

Governs Microprocessor Timing/Clearance
prior to Barrier DeploymentLikely Signature

Break Beam
SensorLoop

Loop Detection and Beam Sensor Priority Control During Preemption

Loop Detector and Signal Operation:

4.  System Safety Check prior to Barrier Deployment – The microprocessor controller 
shall check both operational status and detection status of L-3, L-4, BB-7, and BB-8 
prior to its “Start Up” deployment.  Under no circumstance will the lane barrier deploy 
when one or more detectors is (are) not operational, is (are) off line with system, or 
have a call.

Cont.
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Normal Operation
Signal Control by Detection 

System

Clear to 
Barrier 

Preemption

Clear 1 from 
Barrier 

Preemption

Clear 2 from 
Barrier 

Preemption

Clear to Queue 
Preemption

Clear 1 from 
Queue 

Preemption to 
Normal Ops

Clear 2 from 
Queue 

Preemption to 
Normal Ops

Clear 1 from 
Queue 

Preemption to 
Barrier Preempt

All red for 2 seconds 
before return to Normal 

Operation

Automatic 3 seconds 
yellow clearance

Steady Yellow

Static Signs or 
Electronic 
Blank-out

Gate Arm – Up
Gate Lights – FR

Barrier Lights – Dark
Barrier – Down/ 

retracted

Static Signs or 
Electronic 
Blank-out

Gate Arm – Up
Gate Lights – Dark

Barrier Lights –
Dark

Barrier – Down/ 
retracted

Activation on Loops 
1 and 2 or BB 6.  

Traffic held at Stop 
line.

(Red Hold)

Static Signs or 
Electronic 
Blank-out

Clear 2 from 
Queue 

Preemption to 
Barrier Preempt

Activation on Loops 1 
and 2 or BB 6.  Traffic 

held at Stop line.

Gate Arm –
Down

Gate Lights –
FR

Barrier Lights –
FR 

Barrier – Going 
Down/retracting

Automatic 3 seconds 
yellow clearance

Steady Yellow

Signs Static Signs or 
Electronic Blank-out

Static Signs or 
Electronic 
Blank-out

Static Signs or 
Electronic 
Blank-out

Static Signs or 
Electronic 
Blank-out

Static Signs or 
Electronic 
Blank-out

Static Signs or 
Electronic 
Blank-out

Gate Arm – Up
Gate Lights – Dark

Barrier Lights –
Dark

Barrier – Down/ 
retracted

Traffic held at Stop line.  
Activations on Loops 3 or 

4 or BB 7 or 8 holds 
barrier from deployment.

(Red Hold)

Gate Arm – Going 
Down

Gate Lights – FR
Barrier Lights – FR
Barrier – See Table

(Red Hold)

Traffic held at Stop 
line.  Activations on 
Loops 3 or 4 or BB 7 

or 8 holds barrier 
from deployment.

Gate Arm – Going 
Up

Gate Lights – FR
Barrier Lights –

Dark 
Barrier – Down/ 

retracted 

(Red Hold)

Loop 5 activated by 
vehicle occupancy greater 
than preset time, say 15 

seconds (adjustable)

Flashing Yellow

Gate Arm – Up
Gate Lights – Dark

Barrier Lights – Dark
Barrier – Down/ 

retracted

Gate Arm – See 
Table

Gate Lights –
See Table

Barrier Lights –
See Table

Barrier – See 
Table

No 
activation 
on Loops 
1 and 2 
or BB 6

Activation 
on Loops 1 
and 2 or BB 
6 and after 
set delay

Activation on Loop 
3 or BB 7 

regardless of 
activation on Loops 

1 and 2 or BB6

Signal

Barrier 
Safety 

Controls

Gate Arm – Up
Gate Lights – Dark

Barrier Lights – Dark 

Control
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